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Purpose 
 
This issuance establishes policy and procedures related to the Department’s use of 
computers and information technology.  
 
Policy: 

The Division of Child Protection and Permanency has adopted the policies set forth by the New 

Jersey Office of Information Technology, as stated in the State of New Jersey IT Website:  

Click here to view or print the Acceptable Internet Usage policy.  

Click here to view or print the Security Framework Policy  

Click here to view or print the Portable Computing Use and Temporary Worksite Assignment 

Policy  

Click here to view or print the Portable Computing User Agreement  

Click here to view or print the Cellular Wireless Device and Portable Computing Device Request  

Click here to view or print the State-Owned Property Removal Form  

Click here to view or print the Security Awareness Program Policy  

Click here to view or print the Information Security Incident Management Policy  

Click here to view or print the Information Security Incident Management Reporting Procedure  

Click here to view or print the Remote Access Policy  

Click here to view or print the Remote Access Standard  

http://www.nj.gov/it/ps/14-30-NJOIT_Acceptable_Internet_Usage.pdf
http://www.nj.gov/it/ps/12-03-NJOIT_Security_Framework_Policy.pdf
http://www.nj.gov/it/ps/12-02-NJOIT_132_Portable_Computing_Use_Temporary_Worksite_Assignment_Policy.pdf
http://www.nj.gov/it/ps/12-02-NJOIT_132_Portable_Computing_Use_Temporary_Worksite_Assignment_Policy.pdf
http://www.nj.gov/it/ps/0159_Portable_Computing_Agreement.pdf
http://www.nj.gov/it/ps/0151_Cellular_Wireless_Device_Portable_Computing_Device_Request.dot
http://www.nj.gov/it/ps/0058%20State-Owned%20Property%20Removal%20Form.pdf
http://www.nj.gov/it/ps/12-01-NJOIT_141_Security_Awareness.pdf
http://www.nj.gov/it/ps/11-02-NJOIT_Information_Security_Incident_Management_Reporting_Policy.pdf
http://www.nj.gov/it/ps/11-02-P1-NJOIT_Information_Security_Incident_Management_Reporting_Procedure.pdf
http://www.nj.gov/it/ps/11-01-NJOIT_Remote_Access_Policy.pdf
http://www.nj.gov/it/ps/11-01-S1-NJOIT_Remote_Access_Standard.pdf
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Click here to view or print the Extranet Policy  

Click here to view or print the Extranet Procedure  

Click here to view or print the Extranet Procedure Appendix A - GSN Extranet Application 

Form  

Click here to view or print the Extranet Procedure Appendix B - GSN Extranet MOU  

Click here to view or print the Information Security Incident Reporting Form  

Click here to view or print the Information Security Incident Management Response Procedure  

Click here to view or print the Extranet Procedure Appendix C - GSN Extranet Operational Form  

Click here to view or print the Information Security Program  

Click here to view or print the Information Security Payment Card Industry (PCI) Data Security 

Policy (IT USE ONLY)  

Click here to view or print the Information Security Payment Card Industry (PCI) Data Security 

Standard (IT USE ONLY)  

Click here to view or print the Information Assets Classification and Control Policy (IT USE 

ONLY)  

Click here to view or print the Information Assets Classification and Control Standard (IT USE 

ONLY)  

Click here to view or print the Information Assets Classification and Control Procedure (IT USE 

ONLY)  

Click here to view or print the Attachment A (Inventory Spreadsheet) (IT USE ONLY)  

Click here to view or print the Information Security Managing Exceptions (IT USE ONLY)  

Click here to view or print the Request Form - 111 Information Security Managing Exceptions 

(IT USE ONLY)  

Click here to view or print the Information Security Vulnerability Management Policy (IT USE 

ONLY)  

Click here to view or print the Information Security Vulnerability Management Standard and 

Procedure  

Click here to view or print the Information Disposal and Media Sanitization Policy  

http://www.nj.gov/it/ps/09-11-NJOIT_Business_Entity_IT_Services_andor_Extranet_Policy.pdf
http://www.nj.gov/it/ps/09-11-P1-NJOIT_Business_Entity_IT_Services_andor_Extranet_Procedure.pdf
http://www.nj.gov/it/ps/09-11-P1-NJOIT_0110_Business_Entities_IT_Services_Extranet_Application_Form_Appendix_A.pdf
http://www.nj.gov/it/ps/09-11-P1-NJOIT_0110_Business_Entities_IT_Services_Extranet_Application_Form_Appendix_A.pdf
http://www.nj.gov/it/ps/09-11-NJOIT_0184_Business_Entity_IT_Services_Extranet_%20MOU_Appendix_B.dot
http://www.nj.gov/it/ps/0142_Information_Security_Incident_Reporting_Form_Final.pdf
http://www.nj.gov/it/ps/11-02-P2-NJOIT_Information_Security_Incident_Management_Reporting_Procedure.pdf
http://www.nj.gov/it/ps/09-11-NJOIT_0145_Business_Entity_IT_Services_Extranet_Connection_Detail_Appendix_C.dot
http://www.nj.gov/it/ps/08-01-NJOIT_100_Information_Security_Program.pdf
http://www.nj.gov/it/ps/09-05-NJOIT_Information_Security_Payment_Card_Industry_(PCI)_Data_Security_Policy.pdf
http://www.nj.gov/it/ps/09-05-NJOIT_Information_Security_Payment_Card_Industry_(PCI)_Data_Security_Policy.pdf
http://www.nj.gov/it/ps/09-05-S1-NJOIT_Information_Security_Payment_Card_Industry_(PCI)_Data_Security_Standard.pdf
http://www.nj.gov/it/ps/09-05-S1-NJOIT_Information_Security_Payment_Card_Industry_(PCI)_Data_Security_Standard.pdf
http://www.nj.gov/it/ps/08-04-NJOIT-130_Asset_Classification_Control_Policy.pdf
http://www.nj.gov/it/ps/08-04-NJOIT-130_Asset_Classification_Control_Policy.pdf
http://www.nj.gov/it/ps/08-04-S1-NJOIT_130-01_Asset_Classification_Control_Standard.pdf
http://www.nj.gov/it/ps/08-04-S1-NJOIT_130-01_Asset_Classification_Control_Standard.pdf
http://www.nj.gov/it/ps/08-04-P1-NJOIT_130-00-01_Asset_Classification_Control_Procedure.pdf
http://www.nj.gov/it/ps/08-04-P1-NJOIT_130-00-01_Asset_Classification_Control_Procedure.pdf
http://www.nj.gov/it/ps/08-04-NJOIT_Attachment_A_Application_Server_Asset_Inventory_Spreadsheet.xls
http://www.nj.gov/it/ps/08-02-NJOIT_111_information_security_managing_exceptions.pdf
http://www.nj.gov/it/ps/08-02-NJOIT_Policy_Exception_Request_Form.pdf
http://www.nj.gov/it/ps/08-02-NJOIT_Policy_Exception_Request_Form.pdf
http://www.nj.gov/it/ps/12-04-NJOIT_184_Vulnerability_Management.pdf
http://www.nj.gov/it/ps/12-04-NJOIT_184_Vulnerability_Management.pdf
http://www.nj.gov/it/ps/12-04-P1-S1-NJOIT_184-01_Vulnerability_Management_Standard_and_Procedure.pdf
http://www.nj.gov/it/ps/12-04-P1-S1-NJOIT_184-01_Vulnerability_Management_Standard_and_Procedure.pdf
http://www.nj.gov/it/ps/09-10-NJOIT_152_Disposal_and_Media_Sanitization_Policy.pdf
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Click here to view or print the Information Disposal and Media Sanitization Standards  

Click here to view or print the Information Disposal and Media Sanitization Procedure  

Click here to view or print the Media Declaration of Removal of all Hard Drives and Other Data 

Storage Devices on Surplus Computer and Other Electronic Devices  

 

http://www.nj.gov/it/ps/09-10-S1-NJOIT_152-01-NJOIT_Information_Disposal_Media_Sanitization_Standard.pdf
http://www.nj.gov/it/ps/09-10-P1-NJOIT_152-00-01-NJOIT%20_Information_Disposal_Media_Sanitization_Procedure.pdf
http://www.nj.gov/it/ps/0121_-_0124_Media_Disposal_Forms.pdf
http://www.nj.gov/it/ps/0121_-_0124_Media_Disposal_Forms.pdf

