
NOTE: This policy deals with cyber information security and does not address the 
physical security of facilities or assets.  Response to a breach in physical security 
will be governed by the appropriate policies.  If unauthorized physical access to 
an information resource leads to unauthorized cyber related access to state 
information, multiple reporting policies, including this policy shall apply. 

NJOIT reserves the right to change or amend this circular. 

Philip D. Murphy, Governor
Odysseus Marcopolus, Chief Operating Officer
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Note: Examples of incidents are included in 11-02-P1-NJOIT - 190-00-01 
Information Security Incident Management Reporting Procedures attachment A 
to assist with the understanding of incident reporting terms, concepts, and 
requirements presented in this policy.  These examples are illustrative in nature 
and do not represent all possible events or incidents that may occur. 
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