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Common Computer Crime (2C) Statutes

2C:12-3 Terroristic threats.

a. A person is guilty of a crime of the third degiEhe threatens to commit any
crime of violence with the purpose to terrorize theo or to cause evacuation of a
building, place of assembly, or facility of pubtr@nsportation, or otherwise to
cause serious public inconvenience, or in recldesggard of the risk of causing
such terror or inconvenience. A violation of thissection is a crime of the
second degree if it occurs during a declared pegfathtional, State or county
emergency. The actor shall be strictly liable upowof that the crime occurred,
in fact, during a declared period of national, &t@t county emergency. It shall
not be a defense that the actor did not know tiexetwas a declared period of
emergency at the time the crime occurred.

b. A person is guilty of a crime of the third degjiehe threatens to kill another with
the purpose to put him in imminent fear of deatbarcircumstances reasonably
causing the victim to believe the immediacy of timeat and the likelihood that it
will be carried out.
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Common Computer Crime (2C) Statutes

2C:12-10. Definitions; stalking designated a crime; degrees

1. a.
1)

(2)
3)

As used in this act:

"Course of conduct” means repeatedly maintaiaingsual or physical proximity
to a person or repeatedly conveying, or causirgetoonveyed, verbal or written
threats or threats conveyed by any other meansrofrinication or threats
implied by conduct or a combination thereof direlci or toward a person.

"Repeatedly” means on two or more occasions.

"Immediate family" means a spouse, parentdgisibling or any other person
who regularly resides in the household or who withie prior six months
regularly resided in the household.

A person is guilty of stalking, a crime of tlwufth degree, if he purposefully or
knowingly engages in a course of conduct directedspecific person that would
cause a reasonable person to fear bodily injuhyrtself or a member of his
immediate family or to fear the death of himselanember of his immediate
family.

A person is guilty of a crime of the third degjithe commits the crime of
stalking in violation of an existing court ordeopibiting the behavior.

A person who commits a second or subsequents&fehstalking against the
same victim is guilty of a crime of the third degre

A person is guilty of a crime of the third degyiehe commits the crime of
stalking while serving a term of imprisonment orilton parole or probation as
the result of a conviction for any indictable offerunder the laws of this State,
any other state or the United States.

This act shall not apply to conduct which ocatdwsing organized group
picketing.

Page 3 of 26



Common Computer Crime (2C) Statutes

2C:13-6 Luring, enticing child by various means, attempts; crime of second degree;
subsequent offense, mandatory imprisonment.

1. Luring, enticing child by various means, attemptsne of second degree;
subsequent offense, mandatory imprisonment.

A person commits a crime of the second degree #tteampts, via electronic or
any other means, to lure or entice a child or ohe he reasonably believes to be
a child into a motor vehicle, structure or isolaseda, or to meet or appear at any
other place, with a purpose to commit a crimin&é$e with or against the child.

"Child" as used in this act means a person less1Bayears old.

"Electronic means" as used in this section inclutasis not limited to, the
Internet, which shall have the meaning set fortN.ihS.2C:24-4.

"Structure" as used in this act means any buildiogm, ship, vessel or airplane
and also means any place adapted for overnightraocalation of persons, or for
carrying on business therein, whether or not agoeisactually present.

Nothing herein shall be deemed to preclude, ifvidence so warrants, an
indictment and conviction for attempted kidnappumgler the provisions of
N.J.S.2C:13-1.

A person convicted of a second or subsequent afander this section or a
person convicted under this section who has prelydaeen convicted of a
violation of N.J.S.2C:14-2, subsection a. of N2C314-3 or N.J.S.2C:24-4 shall
be sentenced to a term of imprisonment. Notwitlditagthe provisions of
paragraph (2)of subsection a. of N.J.S.2C:43-6tdtma of imprisonment shall
include, unless the person is sentenced pursudiné torovisions of N.J.S.2C:43-
7, a mandatory minimum term of one-third to ond-bathe sentence imposed,
or three years, whichever is greater, during whicie the defendant shall not be
eligible for parole. If the person is sentencedspant to N.J.S.2C:43-7, the court
shall impose a minimum term of one-third to one-bathe sentence imposed, or
five years, whichever is greater. The court maysuspend or make any other
non-custodial disposition of any person sentensea gecond or subsequent
offender pursuant to this section.

For the purposes of this section, an offense isidened a second or subsequent
offense or a previous conviction of N.J.S.2C:14thsection a. of N.J.S.2C:14-3
or N.J.S.2C:24-4, as the case may be, if the &et®iat any time been convicted
pursuant to this section, or under any similanséadf the United States, this
State or any other state for an offense that istamitially equivalent to this
section or substantially equivalent to N.J.S.2C214ubsection a. of N.J.S.2C:14-
3 0orN.J.S.2C:24-4
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Common Computer Crime (2C) Statutes

2C:13-7 Luring, enticing an adult, certain circumstances, third degreecrime.

1. A person commits a crime of the third degreesifiktempts, via electronic or any
other means, to lure or entice a person into a matoicle, structure or isolated
area, or to meet or appear at any place, with pgs@rto commit a criminal
offense with or against the person lured or entmeagainst any other person.

"Electronic means" as used in this section inclutdasis not limited to, the
Internet. "Internet” means the international corepuaetwork of both federal and
non-federal interoperable packet switched data owsv "Structure” shall have
the meaning set forth in P.L.1993, ¢.291 (C.2C:13-6

Nothing herein shall be deemed to preclude, ifetvidence so warrants, an
indictment and conviction for attempted kidnappimgler the provisions of
N.J.S.2C:13-1 or for any other crime or offense.

Notwithstanding the provisions of N.J.S.2C:1-8 oy ather law, a conviction
under this section shall not merge with a convittid any other criminal offense,
nor shall such other conviction merge with a cotiercunder this section, and
the court shall impose separate sentences uporvedation of this section and
any other criminal offense. The court may not sndp@ make any other non-
custodial disposition of any person sentenced puntsio this section.
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Common Computer Crime (2C) Statutes

2C:16-1. Biasintimidation.

a.

Bias Intimidation. A person is guilty of the cerof bias intimidation if he commits,
attempts to commit, conspires with another to camonithreatens the immediate
commission of an offense specified in chaptershtdugh 18 of Title 2C of the New
Jersey Statutes; N.J.S5.2C:33-4; N.J.S.2C:39-3SNC:39-4 or N.J.S.2C:39-5,

(1)  with a purpose to intimidate an individual oogp of individuals because of
race, color, religion, gender, handicap, sexuardation, or ethnicity;or

(2) knowing that the conduct constituting the ofiemsuld cause an individual
or group of individuals to be intimidated becaukeage, color, religion,
gender, handicap, sexual orientation, or ethniaity;

3) under circumstances that caused any victimetitderlying offense to be
intimidated and the victim, considering the mannawrhich the offense was
committed, reasonably believed either that

@) the offense was committed with a purpose imidate the victim or
any person or entity in whose welfare the victirmigrested because
of race, color, religion, gender, handicap, sexwigntation, or
ethnicity, or

(b) the victim or the victim's property was selectedbe the target of the
offense because of the victim's race, color, retiggender, handicap,
sexual orientation, or ethnicity.

Permissive inference concerning selection ofetd person or property. Proof that
the target of the underlying offense was selectethe defendant, or by another
acting in concert with the defendant, because «#,reolor, religion, gender,
handicap, sexual orientation, or ethnicity shalkgiise to a permissive inference by
the trier of fact that the defendant acted withugppse to intimidate an individual or
group of individuals because of race, color, religigender, handicap, sexual
orientation, or ethnicity.

Grading. Bias intimidation is a crime of the ftbudegree if the underlying offense
referred to in subsection a. is a disorderly pessaifense or petty disorderly persons
offense. Otherwise, bias intimidation is a crime alegree higher than the most
serious underlying crime referred to in subsectigrexcept that where the underlying
crime is a crime of the first degree, bias intintioka is a first-degree crime and the
defendant upon conviction thereof may, notwithstagdhe provisions of paragraph
(1) of subsection a. of N.J.S.2C:43-6, be sentetwed ordinary term of
imprisonment between 15 years and 30 years, witlesumptive term of 20 years

Gender exemption in sexual offense prosecutibsball not be a violation of
subsection a. if the underlying criminal offensa igolation of chapter 14 of Title 2C
of the New Jersey Statutes and the circumstanagfiggein paragraph (1), (2) or (3)
of subsection a. of this section is based solebnupe gender of the victim.

Merger. Notwithstanding the provisions of N.JG3128 or any other provision of
law, a conviction for bias intimidation shall noerge with a conviction of any of the
underlying offenses referred to in subsection dhisfsection, nor shall any
conviction for such underlying offense merge wittoaviction for bias intimidation.
The court shall impose separate sentences upomvéction for bias intimidation and
a conviction of any underlying offense.
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Common Computer Crime (2C) Statutes

2C:20-4. Theft by deception

A person is guilty of theft if he purposely obtapr®perty of another by deception. A person
deceives if he purposely:

a. Creates or reinforces a false impression, inolythlse impressions as to law, value,
intention or other state of mind, and includingt bat limited to, a false impression
that the person is soliciting or collecting funds & charitable purpose; but deception
as to a person's intention to perform a promis# sbabe inferred from the fact
alone that he did not subsequently perform the mem

b. Prevents another from acquiring informationakhivould affect his judgment of a
transaction; or

C. Fails to correct a false impression which teeaiver previously created or
reinforced, or which the deceiver knows to be ieflcing another to whom he stands
in a fiduciary or confidential relationship.

The term "deceive" does not, however, includdtials to matters having no pecuniary
significance, or puffing or exaggeration by statateeunlikely to deceive ordinary persons in
the group addressed.
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Common Computer Crime (2C) Statutes

2C:20-8. Theft of services

a. A person is guilty of theft if he purposely abtaservices which he knows are
available only for compensation, by deception oedh, or by false token, slug, or
other means, including but not limited to mechanacaelectronic devices or through
fraudulent statements, to avoid payment for theiser"Services" include labor or
professional service; transportation, telephorlectanmunications, electric, water,
gas, cable television, or other public servicepammodation in hotels, restaurants or
elsewhere; entertainment; admission to exhibitioiss; of vehicles or other movable
property. Where compensation for service is ordiynaaid immediately upon the
rendering of such service, as in the case of hatadsrestaurants, absconding without
payment or offer to pay gives rise to a presumptinat the service was obtained by
deception as to intention to pay.

b. A person commits theft if, having control ovee ttisposition of services of another,
to which he is not entitled, he knowingly diverteb services to his own benefit or to
the benefit of another not entitled thereto.

C. Any person who, without permission and for theppge of obtaining electric current,
gas or water with intent to defraud any vendorletticity, gas or water or a person
who is furnished by a vendor with electric curreygts or water:

(2) Connects or causes to be connected by wireyootner device with the
wires, cables or conductors of any such vendongragher person; or

(2) Connects or disconnects the meters, pipes atutsnof such vendor or any
other person or in any other manner tampers orfergs with such meters,
pipes or conduits, or connects with such metepggor conduits by pipes,
conduits or other instruments--is guilty of a ddenty persons offense.

The existence of any of the conditions with refeeeto meters, pipes,
conduits or attachments, described in this subs®ads presumptive evidence
that the person to whom gas, electricity or watatithe time being furnished
by or through such meters, pipes, conduits or lattents has, with intent to
defraud, created or caused to be created withenreferto such meters, pipes,
conduits or attachments, the condition so existongyided, however, that the
presumption shall not apply to any person so ftwetdswith gas, electricity or
water for less than 31 days or until there has la¢égast one meter reading.

A violation of this subsection shall be deemedédalrontinuing offense as
long as the conditions described in this subseiast.
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Common Computer Crime (2C) Statutes

Any person who, without permission or authoritynnects or causes to be connected
by wires or other devices, any meter erected ongédr the purpose of registering or
recording the amount of electric current suppledny customer by any vendor of
electricity within this State, or changes or shuh&swiring leading to or from any
such meter, or by any device, appliance or meamgssbver tampers with any such
meter so that the meter will not measure or rettoedull amount of electric current
supplied to such customer, is guilty of a disorgledrsons offense.

The existence of any of the conditions with refeeeto meters or attachments
described in this subsection is presumptive evidehat the person to whom
electricity is at the time being furnished by omtligh such meters or attachments
has, with intent to defraud, created or causectorbated with reference to such
meters or attachments, the condition so existingvided, however, that the
presumption shall not apply to any person so fiwedswith electricity for less than
31 days or until there has been at least one medeing.

A violation of this subsection shall be deemedédalrontinuing offense as long as
the conditions described in this subsection exist.

Any person who, with intent to obtain cable ted@n service without payment, in
whole or in part, of the lawful charges therefarwith intent to deprive another of
the lawful receipt of such service, damages, ¢atspers with, installs, taps or makes
any connection with, or who displaces, removesirey or destroys any wire, cable,
conduit, apparatus or equipment of a cable telewisompany operating a CATV
system; or who, without authority of a cable tet& company, intentionally
prevents, obstructs or delays, by any means origante, the sending, transmission,
conveyance, distribution or receipt of programnmmaterial carried by equipment of
the cable television company operating a CATV sysie a disorderly person.

The existence of any of the conditions with refeesto wires, cables, conduits,
apparatus or equipment described in this subserstipresumptive evidence that the
person to whom cable television service is atitne being furnished has, with intent
to obtain cable television service without authatiazn or compensation or to
otherwise defraud, created or caused to be créladecbndition so existing.

Any person who purposely or knowingly manufacjreonstructs, sells, offers for
sale, distributes or installs any equipment, devicmstrument designed or intended
to facilitate the interception, decoding or recapany cable television service with
intent to obtain such service and avoid the lawayment of the charges therefor to
the provider, in whole or in part, is a disordgwbrson.

Any communications paraphernalia prohibited unter subsection shall be subject

to forfeiture and may be seized by the State orawyenforcement officer in
accordance with the provisions of N.J.S.2C:64-deett
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g.

Common Computer Crime (2C) Statutes

Any person who purposely or knowingly maintainpossesses any equipment,
device or instrument of the type described in sciise f. of this section or maintains
or possesses any equipment, device or instrumamlbcused to facilitate the
interception, decoding or receipt of any cableuisien service with intent to obtain
such service and avoid the lawful payment, in wioolen part, of the charges therefor
to the provider, is a disorderly person.

Any communications paraphernalia prohibited unter subsection shall be subject
to forfeiture and may be seized by the State orlawyenforcement officer in
accordance with the provisions of N.J.S.2C:64-4eett

Any person who, with the intent of depriving effnone company of its lawful
charges therefor, purposely or knowingly makesaisay telecommunications
service by means of the unauthorized use of amgfrel@c or mechanical device or
connection, or by the unauthorized use of billinfprmation, or by the use of a
computer, computer equipment or computer softwarby the use of misidentifying
or misleading information given to a representatféhe telephone company is
guilty of a crime of the third degree.

The existence of any of the conditions with refeeeto electronic or mechanical
devices, computers, computer equipment or comgttivare described in this
subsection is presumptive evidence that the pasamom telecommunications
service is at the time being furnished has, witerihto obtain telecommunications
service without authorization or compensation ootteerwise defraud, created or
caused to be created the condition so existing.

Any person who purposely or knowingly manufacgjreonstructs, sells, offers for
sale, distributes, installs, or otherwise provideg service, equipment, device,
computer, computer equipment, computer softwaiastrument designed or
intended to facilitate the receipt of any telecommations service and avoid the
lawful payment of the charges therefor to the ptewjiin whole or in part, is guilty of
a crime of the third degree.

Any communications paraphernalia, computer, compadeaipment or computer
software prohibited under this subsection shaBuigect to forfeiture and may be
seized by the State or any law enforcement offitaccordance with the provisions
of N.J.S.2C:64-1 et seq.

Any person who purposely or knowingly maintaimgpossesses any equipment,
device, computer, computer equipment, computewsoét or instrument of the type
described in subsection i. of this section, or r@ms or possesses any equipment,
device, computer, computer equipment, computewsoét or instrument actually
used to facilitate the receipt of any telecommutioces service with intent to obtain
such service and avoid the lawful payment, in wioolen part, of the charges therefor
to the provider, is guilty of a crime of the thuldgree.
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Common Computer Crime (2C) Statutes

Any communications paraphernalia, computer, compgeaipment or computer
software prohibited under this subsection shaldigect to forfeiture and may be
seized by the State or any law enforcement offit@ccordance with the provisions
of N.J.S.2C:64-1 et seq.

In addition to any other disposition authorizeddw, and notwithstanding the
provisions of N.J.S.2C:43-3, every person who vedahis section shall be
sentenced to make restitution to the vendor ampdyoa minimum fine of $500.00 for
each offense. In determining the amount of resbimithe court shall consider the
costs expended by the vendor, including but natédidnto the repair and replacement
of damaged equipment, the cost of the servicesudnlly obtained, investigation
expenses, and attorney fees.

The presumptions of evidence applicable to ofésrdefined in subsections c., d., e.
and h. of this section shall also apply in any pooion for theft of services brought
pursuant to the provisions of subsection a. off thie section.
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Common Computer Crime (2C) Statutes

2C:20-25 Computer criminal activity; degree of crime; sentencing.

4.

A person is guilty of computer criminal activifythe person purposely or knowingly
and without authorization, or in excess of auttatron:

a.

Accesses any data, data base, computer storafygnmeomputer program,
computer software, computer equipment, computenpeer system or
computer network;

Alters, damages or destroys any data, data basguter, computer storage
medium, computer program, computer software, coergystem or
computer network, or denies, disrupts or impairsgoter services, including
access to any part of the Internet, that are ablaitm any other user of the
computer services;

Accesses or attempts to access any data, daadoesputer, computer
storage medium, computer program, computer softveamputer equipment,
computer system or computer network for the purpd®xecuting a scheme
to defraud, or to obtain services, property, peasatentifying information, or
money, from the owner of a computer or any thirtypa

Obtains, takes, copies or uses any data, dat¢a d@m®sputer program,
computer software, personal identifying informationother information
stored in a computer, computer network, computstesy, computer
equipment or computer storage medium; or

Accesses and recklessly alters, damages or gesirny data, data base,
computer, computer storage medium, computer programputer software,
computer equipment, computer system or computevarkt

A violation of subsection a. of this section israme of the third degree. A
violation of subsection b. is a crime of the secdadree. A violation of
subsection c. is a crime of the third degree, exitegt it is a crime of the
second degree if the value of the services, prpppersonal identifying
information, or money obtained or sought to be ioletd exceeds $5,000. A
violation of subsection e. is a crime of the thdehree, except that it is a
crime of the second degree if the data, data lcaseputer program, computer
software, or information:

(2) is or contains personal identifying informatiomedical diagnoses,
treatments or other medical information concerr@ngdentifiable
person;

(2) is or contains governmental records or othesrmation that is
protected from disclosure by law, court order de if court; or

(3) has avalue exceeding $5,000.

A violation of subsection f. is a crime of the fthudegree, except that it is a
crime of the third degree if the value of the damagceeds $5,000.
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Common Computer Crime (2C) Statutes

A violation of any subsection of this section israme of the first degree if the
offense results in:

(2) a substantial interruption or impairment of palgommunication,
transportation, supply of water, gas or power,tbeopublic service.
The term "substantial interruption or impairmerttak mean such
interruption or impairment that:

€) affects 10 or more structures or habitations;
(b) lasts for two or more hours; or

(c) creates a risk of death or significant bodilyig to any
person;

(2) damages or loss in excess of $250,000; or
(3) significant bodily injury to any person.

Every sentence of imprisonment for a crime of ih& tlegree
committed in violation of this section shall inckid minimum term of
one-third to one-half of the sentence imposed,nduwhich term the
defendant shall not be eligible for parole.

Every sentence imposed upon a conviction purgdoahis section shall, if the
victim is a government agency, include a periodrgirisonment. The period
of imprisonment shall include a minimum term of @h&d to one-half of the
sentence imposed, during which term the defendwit sot be eligible for
parole. The victim shall be deemed to be a govemiagency if a computer,
computer network, computer storage medium, com@ytstiem, computer
equipment, computer program, computer software pcten data or data base
that is a subject of the crime is owned, operatadaintained by or on behalf
of a governmental agency or unit of State or Iggalernment or a public
authority. The defendant shall be strictly liabhedar this subsection and it
shall not be a defense that the defendant did mmwlor intend that the victim
was a government agency, or that the defendamtdetkthat there be other
victims of the crime.

A violation of any subsection of this section shmla distinct offense from a
violation of any other subsection of this sectiang a conviction for a
violation of any subsection of this section shall merge with a conviction

for a violation of any other subsection of thists@tor section 10 of
P.L.1984, c.184 (C.2C:20-31), or for conspiringatiempting to violate any
subsection of this section or section 10 of P.L4198184 (C.2C:20-31), and a
separate sentence shall be imposed for each suagiction.

When a violation of any subsection of this sectiorolves an offense
committed against a person under 18 years of hgevidlation shall
constitute an aggravating circumstance to becoreiday the court when
determining the appropriate sentence to be imposed.
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Common Computer Crime (2C) Statutes

2C:20-31 Wrongful access, disclosure of information; degree of crime; sentencing.

10.

a. A person is guilty of a crime of the thirehdee if the person purposely or
knowingly and without authorization, or in exce$sothorization, accesses
any data, data base, computer, computer storageimecbmputer software,
computer equipment, computer system and knowinghgaklessly discloses
or causes to be disclosed any data, data baseutengoftware, computer
programs or personal identifying information.

b. A person is guilty of a crime of the second degfehe person purposely or
knowingly and without authorization, or in exce$sothorization, accesses
any data, data base, computer, computer storageimecomputer software,
computer equipment, computer system or computevarktand purposely or
knowingly discloses or causes to be disclosed atyy, diata base, computer
software, computer program or other informatiort thgrotected from
disclosure by any law, court order or rule of colstery sentence imposed
upon a conviction pursuant to this subsection shelude a period of
imprisonment. The period of imprisonment shall irtld a minimum term of
one-third to one-half of the sentence imposed,nduwhich term the
defendant shall not be eligible for parole.

2C:20-33 Obtaining, copying, accessing program, softwar e valued at $1,000 or |ess.

12.

It is an affirmative defense to a prosecutiorspant to subsection e. of section 4 of
P.L.1984, c.184 (C.2C:20-25), which shall be prolbgdlear and convincing
evidence, that the actor obtained, copied or aedes£omputer program or computer
software that had a retail value of less than ¥1L#&@ the actor did not disseminate
or disclose the program or software to any othesqre
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Common Computer Crime (2C) Statutes

2C:21-1. Forgery and Related Offenses

a.

Forgery. A person is guilty of forgery if, withugpose to defraud or injure anyone, or
with knowledge that he is facilitating a fraud ojurry to be perpetrated by anyone,
the actor:

(2) Alters or changes any writing of another withbig authorization;

(2) Makes, completes, executes, authenticates,9ssugansfers any writing so
that it purports to be the act of another who ditlauthorize that act or of a
fictitious person, or to have been executed ana vr place or in a numbered
sequence other than was in fact the case, or &ocopy of an original when
no such original existed; or

3) Utters any writing which he knows to be forgadaimanner specified in
paragraph (1) or (2).

"Writing" includes printing or any other methodretcording information, money, coins,
tokens, stamps, seals, credit cards, badges, teallenaccess devices, and other symbols of
value, right, privilege, or identification, includj retail sales receipts, universal product code
(UPC) labels and checks. This section shall apjillyomt limitation to forged, copied or
imitated checks.

As used in this section, "information” includest munot limited to, personal identifying
information as defined in subsection v. of N.J.S2Z2C1.

b.

Grading of forgery. Forgery is a crime of thedhdegree if the writing is or purports
to be part of an issue of money, securities, pestagevenue stamps, or other
instruments, certificates or licenses issued bygtheernment, New Jersey
Prescription Blanks as referred to in R.S.45:14et4art of an issue of stock, bonds
or other instruments representing interest in ainc$ against any property or
enterprise, personal identifying information oraatess device. Forgery is a crime of
the third degree if the writing is or purports ®d check. Forgery is a crime of the
third degree if the writing is or purports to bedrimore forged or altered retail sales
receipts or universal product code labels.

Otherwise forgery is a crime of the fourth degree.

C.

Possession of forgery devices. A person is goilfyossession of forgery devices, a
crime of the third degree, when with purpose tq os¢o aid or permit another to use
the same for purposes of forging written instruregimicluding access devices and
personal identifying information, he makes or pesss any device, apparatus,
equipment, computer, computer equipment, compufféware or article specially
designed or adapted to such use.
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Common Computer Crime (2C) Statutes

2C:21-6. Credit cards

a. Definitions. As used in this section:

(1)
(2)

3)

(4)
(5)
(6)

"Cardholder" means the person or organizationathon the face of a credit
card to whom or for whose benefit the credit carssued by an issuer.

"Credit card" means any tangible or intangillgtiument or device issued
with or without fee by an issuer that can be usémhe or in connection with
another means of account access, in obtaining mgoeyls, services or
anything else of value on credit, including crexditds, credit plates, account
numbers, or any other means of account access.

"Expired credit card" means a credit card whecho longer valid because the
term shown either on it or on documentation prodittethe cardholder by the
issuer has elapsed.

"Issuer" means the business organization onfirzd institution which issues
a credit card or its duly authorized agent.

"Receives" or "receiving" means acquiring posgasor control or accepting
a credit card as security for a loan.

"Revoked credit card” means a credit card wisato longer valid because
permission to use it has been suspended or terxigtthe issuer.

b. False statements made in procuring issuanceeditaard. A person who makes or
causes to be made, either directly or indirectty, false statement in writing,
knowing it to be false and with intent that it ledied on, respecting his identity or
that of any other person, firm or corporation, @rfinancial condition or that of any
other person, firm or corporation, for the purpogprocuring the issuance of a credit
card is guilty of a crime of the fourth degree.

C. Credit card theft.

(1)

(2)

A person who takes or obtains a credit card ftioenperson, possession,
custody or control of another without the cardhokleonsent or who, with
knowledge that it has been so taken, receivesrdwtcard with intent to use
it or to sell it, or to transfer it to a person ethhan the issuer or the
cardholder is guilty of a crime of the fourth degir&aking a credit card
without consent includes obtaining it by any cortdiefined and prescribed
in Chapter 20 of this title, Theft and Related @fes.

A person who has in his possession or under hisada) credit cards issued
in the names of two or more other persons or,wb)dr more stolen credit
cards is presumed to have violated this paragraph.

A person who receives a credit card that he lenmshave been lost, mislaid,
or delivered under a mistake as to the identitsgdaress of the cardholder,
and who retains possession with intent to usetiv @ell it or to transfer it to a
person other than the issuer or the cardholdeuil/gf a crime of the fourth
degree.
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(3) A person other than the issuer who sells a toedd or a person who buys a
credit card from a person other than the issuguilsy of a crime of the fourth
degree.

(4) A person who, with intent to defraud the iss@gpgerson or organization
providing money, goods, services or anything efseatue, or any other
person, obtains control over a credit card as #gdor debt is guilty of a
crime of the fourth degree.

(5) A person who, with intent to defraud a purpotislier, a person or
organization providing money, goods, services gtlang else of value, or
any other person, falsely makes or falsely embossesported credit card or
utters such a credit card is guilty of a third degoffense. A person other than
the purported issuer who possesses two or moré cexds which are falsely
made or falsely embossed is presumed to have @ebtats paragraph. A
person "falsely makes" a credit card when he makesaws, in whole or in
part, a device or instrument which purports toheedredit card of a named
issuer but which is not such a credit card becthuséssuer did not authorize
the making or drawing, or alters a credit card Wwhi@s validly issued. A
person "falsely embosses" a credit card when, wittite authorization of the
named issuer, he completes a credit card by adulipgf the matter, other
than the signature of the cardholder, which areissequires to appear on the
credit card before it can be used by a cardholder.

(6) A person other than the cardholder or a perstimoaized by him who, with
intent to defraud the issuer, or a person or oggdian providing money,
goods, services or anything else of value, or ahgrgperson, signs a credit
card, is guilty of a crime of the fourth degreepérson who possesses two or
more credit cards which are so signed is presumédye violated this
paragraph.

Intent of cardholder to defraud; penalties; krexgle of revocation. A person, who,
with intent to defraud the issuer, a person or wigion providing money, goods,
services or anything else of value, or any othesq®e (1) uses for the purpose of
obtaining money, goods, services or anything els@loie a credit card obtained or
retained in violation of subsection c. of this s&tior a credit card which he knows is
forged, expired or revoked, or (2) obtains monegds, services or anything else of
value by representing without the consent of thdtwalder that he is the holder of a
specified card or by representing that he is tHddrmf a card and such card has not
in fact been issued, is guilty of a crime of thedhlegree. Knowledge of revocation
shall be presumed to have been received by a ddettfour days after it has been
mailed to him at the address set forth on the tezdd or at his last known address
by registered or certified mail, return receiptuested, and, if the address is more
than 500 miles from the place of mailing, by airlm&the address is located outside
the United States, Puerto Rico, the Virgin Islarnids,Canal Zone and Canada, notice
shall be presumed to have been received 10 dagrsnadtiling by registered or
certified mail.
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Intent to defraud by person authorized to furnigimey, goods, or services; penalties.

(2) A person who is authorized by an issuer to &hrmmoney, goods, services or
anything else of value upon presentation of a tieadd by the cardholder, or
any agent or employees of such person, who, wigntrto defraud the issuer
or the cardholder, furnishes money, goods, senacesything else of value
upon presentation of a credit card obtained oirrethin violation of
subsection c. of this section or a credit card Wwitie knows is forged, expired
or revoked violates this paragraph and is guiltg efime of the third degree.

(2) A person who is authorized by an issuer to &hrnrmoney, goods, services or
anything else of value upon presentation of a tiedd by the cardholder,
fails to furnish money, goods, services or anytlatsg of value which he
represents in writing to the issuer that he hasished is guilty of a crime of
the fourth degree.

Incomplete credit cards; intent to complete withoonsent. A person other than the
cardholder possessing two or more incomplete coadds, with intent to complete
them without the consent of the issuer or a pepamsessing, with knowledge of its
character, machinery, plates or any other contdgatesigned to reproduce
instruments purporting to be the credit cards ofsaner who has not consented to the
preparation of such credit cards, is guilty of ianer of the third degree. A credit card
is "incomplete” if part of the matter other thae gignature of the cardholder, which
an issuer requires to appear on the credit cafdrdoé can be used by a cardholder,
has not yet been stamped, embossed, imprinteditbenvon it.

Receiving anything of value knowing or believih@t it was obtained in violation of
subsection d. of N.J.S.2C:21-6. A person who rexseimoney, goods, services or
anything else of value obtained in violation of settion d. of this section, knowing
or believing that it was so obtained is guilty afrane of the fourth degree. A person
who obtains, at a discount price a ticket issuedrbwirline, railroad, steamship or
other transportation company which was acquiredalation of subsection d. of this
section without reasonable inquiry to ascertain the person from whom it was
obtained had a legal right to possess it shallrbsymed to know that such ticket was
acquired under circumstances constituting a viatatif subsection d. of this section.

Fraudulent use of credit cards.

A person who knowingly uses any counterfeit, fiotis, altered, forged, lost, stolen
or fraudulently obtained credit card to obtain mgrgoods or services, or anything
else of value; or who, with unlawful or fraudulentent, furnishes, acquires, or uses
any actual or fictitious credit card, whether alang¢ogether with names of credit
cardholders, or other information pertaining ta@da card account in any form, is
guilty of a crime of the third degree.
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2C:21-6.1 Definitionsrelative to scanning devices, reencoders; criminal use, degree of crime.

1. a. Definitions. As used in this section:

(1)

(2)

(3)

(4)

"Merchant” means any owner or operator of anyesbr other retail
mercantile establishment, or any agent, servarpl@ree, lessee,
consignee, officer, director, franchisee or indejgsr contractor of
such owner or proprietor.

"Payment card" means a credit card, charge datul{ card or any
other card that is issued to an authorized cardarsthat allows the
user to obtain, purchase, or receive goods, sexvimeney or anything
of value from a merchant.

"Reencoder" means an electronic device thaeglancoded
information from the magnetic strip or stripe gbayment card onto
the magnetic strip or stripe of a different paymeard or any
electronic medium that allows a transaction to occu

"Scanning device" means a scanner, skimmerereadany other
electronic device that is used to access, read, stéain, memorize
or store, temporarily or permanently, informatioxteded on the
magnetic strip or stripe of a payment card.

b. It shall be a crime of the third degree for aspar with the intent to defraud
an authorized user of a payment card, the issuirecduthorized user's
payment card or a merchant, to use:

(1)

(2)

a scanning device to access, read, obtain, meenor store,
temporarily or permanently, information encodedloma magnetic strip
or stripe of a payment card, without the permissibthe authorized
user of the payment card; or

a reencoder to place information encoded omtagnetic strip or
stripe of a payment card onto the magnetic strigtigpe of a different
card or any electronic medium that allows a tratisa¢o occur
without the permission of the authorized user efd¢hrd from which
the information is being reencoded.

C. It shall be a crime of the fourth degree for espe to knowingly possess with
intent to commit a violation of paragraph (1) oy 62 subsection b. of this
section any device, apparatus, equipment, softvaatiele, material, good,
property or supply that is specifically designecgdapted for use as or in a
scanning device or reencoder.
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2C:21-17 Impersonation; theft of identity; crime.

a. A person is guilty of an offense if the person:

(2) Impersonates another or assumes a false idemitydoes an act in such
assumed character or false identity for the purpbsdtaining a benefit for
himself or another or to injure or defraud another;

(2) Pretends to be a representative of some persomganization and does an act
in such pretended capacity for the purpose of olitgia benefit for himself
or another or to injure or defraud another;

(3) Impersonates another, assumes a false idemtihakes a false or misleading
statement regarding the identity of any persom@nimoral or written
application for services, for the purpose of obtairservices;

4) Obtains any personal identifying informationtp@ring to another person and
uses that information, or assists another persosimg the information, in
order to assume the identity of or represent hihaseanother person, without
that person's authorization and with the purpogeatedulently obtain or
attempt to obtain a benefit or services, or avb@gayment of debt or other
legal obligation or avoid prosecution for a crimeusing the name of the
other person; or

(5) Impersonates another, assumes a false idemtihakes a false or misleading
statement, in the course of making an oral or emieipplication for services,
with the purpose of avoiding payment for prior $ee%. Purpose to avoid
payment for prior services may be presumed upoaofphat the person has
not made full payment for prior services and hgsareonated another,
assumed a false identity or made a false or misigasdatement regarding the
identity of any person in the course of making aralvritten application for
services.

As used in this section:

"Benefit" means, but is not limited to, any progedny pecuniary amount, any services, any
pecuniary amount sought to be avoided or any inpudyarm perpetrated on another where
there is no pecuniary value.

C. A person who violates subsection a. of this sads guilty of a crime as follows:

(2) If the actor obtains a benefit or deprives aaothf a benefit in an amount less
than $500 and the offense involves the identitgrad victim, the actor shall
be guilty of a crime of the fourth degree except #h second or subsequent
conviction for such an offense constitutes a crahthe third degree; or
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(2) If the actor obtains a benefit or deprives aaptif a benefit in an amount of
at least $500 but less than $75,000, or the offangdves the identity of at
least two but less than five victims, the actorldbe guilty of a crime of the
third degree; or

3) If the actor obtains a benefit or deprives aaptif a benefit in the amount of
$75,000 or more, or the offense involves the idgmt five or more victims,
the actor shall be guilty of a crime of the secdedree.

A violation of N.J.S.2C:28-7, constituting a diderly persons offense, section 1 of
P.L.1979, c.264 (C.2C:33-15), R.S.33:1-81 or sadbiof P.L.1968, ¢.313 (C.33:1-
81.7) in a case where the person uses the pelisemdfying information of another
to illegally purchase an alcoholic beverage onsing the personal identifying
information of another to misrepresent his agdHerpurpose of obtaining tobacco or
other consumer product denied to persons undeed&f age shall not constitute
an offense under this section if the actor recedg that benefit or service and did
not perpetrate or attempt to perpetrate any aaditimjury or fraud on another.

The sentencing court shall issue such orderseasegessary to correct any public
record or government document that contains falgrmation as a result of a theft
of identity. The sentencing court may provide testn to the victim in accordance
with the provisions of section 4 of P.L.2002, c¢(852C:21-17.1).
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2C:24-4 Endangering welfare of children.

a. Any person having a legal duty for the care ohiédd or who has assumed
responsibility for the care of a child who engamesexual conduct which would
impair or debauch the morals of the child, or whases the child harm that would
make the child an abused or neglected child asel@in R.S.9:6-1, R.S.9:6-3 and
P.L.1974, c.119, s.1 (C.9:6-8.21) is guilty of arex of the second degree. Any other
person who engages in conduct or who causes hagesasbed in this subsection to
a child under the age of 16 is guilty of a crimehad third degree.

b. (1) As used in this subsection:
"Child" means any person under 16 years of age.

"Internet” means the international computer netwairkoth federal and non-
federal interoperable packet switched data networks

"Prohibited sexual act" means

@) Sexual intercourse; or
(b) Anal intercourse; or
(c) Masturbation; or

(d) Bestiality; or

(e) Sadism; or

() Masochism; or

(9) Fellatio; or

(h) Cunnilingus;

® Nudity, if depicted for the purpose of sexuairailation or
gratification of any person who may view such depig or

()] Any act of sexual penetration or sexual contectlefined in
N.J.S.2C:14-1.

"Reproduction” means, but is not limited to, congpigenerated images.

3) A person commits a crime of the second degrbe dauses or permits a child
to engage in a prohibited sexual act or in the Ktran of such an act if the
person knows, has reason to know or intends tlegpithhibited act may be
photographed, filmed, reproduced, or reconstruicteshy manner, including
on the Internet, or may be part of an exhibitioperformance. If the person
is a parent, guardian or other person legally athrgith the care or custody
of the child, the person shall be guilty of a criafehe first degree.
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(4)

(5)

(6)
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Any person who photographs or films a child iprahibited sexual act or in
the simulation of such an act or who uses any @ewicluding a computer, to
reproduce or reconstruct the image of a child pmadibited sexual act or in
the simulation of such an act is guilty of a crioighe second degree.

(a) Any person who knowingly receives for thegmse of selling or who
knowingly sells, procures, manufactures, givesyioles, lends, trades,
mails, delivers, transfers, publishes, distributégulates,
disseminates, presents, exhibits, advertises,soffeagrees to offer,
through any means, including the Internet, any gdaiph, film,
videotape, computer program or file, video gamaror other
reproduction or reconstruction which depicts actkihgaging in a
prohibited sexual act or in the simulation of sachact, is guilty of a
crime of the second degree.

(b)  Any person who knowingly possesses or knowimiggys any
photograph, film, videotape, computer program le, ffideo game or
any other reproduction or reconstruction which despa child
engaging in a prohibited sexual act or in the sanoh of such an act,
including on the Internet, is guilty of a crimetbé fourth degree.

For purposes of this subsection, a person wkepscted as or presents the
appearance of being under the age of 16 in anyoghegh, film, videotape,
computer program or file, video game or any otleproduction or
reconstruction shall be rebuttably presumed torakeuthe age of 16. If the
child who is depicted as engaging in, or who issealuto engage in, a
prohibited sexual act or simulation of a prohibigeual act is under the age
of 16, the actor shall be strictly liable and iaBmot be a defense that the
actor did not know that the child was under the @gkS, nor shall it be a
defense that the actor believed that the child 1agears of age or older,
even if such a mistaken belief was reasonable.
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2C:29-3 Hindering apprehension or prosecution.

a. A person commits an offense if, with purposeitalér the detention, apprehension,
investigation, prosecution, conviction or punishingimanother for an offense or
violation of Title 39 of the New Jersey Statutesasiolation of chapter 33A of Title
17 of the Revised Statutes he:

(1)
(2)

3)

(4)

(5)

(6)
(7)

Harbors or conceals the other;

Provides or aids in providing a weapon, mongngportation, disguise or
other means of avoiding discovery or apprehensiaffecting escape;

Suppresses, by way of concealment or destryaioyn evidence of the crime,
or tampers with a witness, informant, documenttbeosource of
information, regardless of its admissibility in ég@hce, which might aid in the
discovery or apprehension of such person or indtiging of a charge against
him;

Warns the other of impending discovery or appnsion, except that this
paragraph does not apply to a warning given in eotion with an effort to
bring another into compliance with law;

Prevents or obstructs, by means of force, imt&tion or deception, anyone
from performing an act which might aid in the digery or apprehension of
such person or in the lodging of a charge against h

Aids such person to protect or expeditiouslyfipfoom an advantage derived
from such crime; or

Gives false information to a law enforcementasff or a civil State
investigator assigned to the Office of the InsueaRaud Prosecutor
established by section 32 of P.L.1998, c.21 (C3A:36).

The offense is a crime of the third degree if theduct which the actor knows has been
charged or is liable to be charged against theopeaigled would constitute a crime of the
second degree or greater, unless the actor isusspparent or child of the person aided, in
which case the offense is a crime of the fourthrélegThe offense is a crime of the fourth
degree if such conduct would constitute a crimthefthird degree. Otherwise it is a
disorderly persons offense.

b. A person commits an offense if, with purposeitwér his own detention,
apprehension, investigation, prosecution, conuictio punishment for an offense or
violation of Title 39 of the New Jersey Statutesasiolation of chapter 33A of Title
17 of the Revised Statutes, he:

(1)

Suppresses, by way of concealment or destryaioynevidence of the crime
or tampers with a document or other source of médron, regardless of its
admissibility in evidence, which might aid in hiscbvery or apprehension or
in the lodging of a charge against him; or
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(2) Prevents or obstructs by means of force or i@ton anyone from
performing an act which might aid in his discoveryapprehension or in the
lodging of a charge against him; or

3) Prevents or obstructs by means of force, intath or deception any withess
or informant from providing testimony or informatioregardless of its
admissibility, which might aid in his discovery @pprehension or in the
lodging of a charge against him; or

(4) Gives false information to a law enforcementasff or a civil State
investigator assigned to the Office of the InsueaRraud Prosecutor
established by section 32 of P.L.1998, c.21 (C.3A:36).

The offense is a crime of the third degree if theduct which the actor knows has been
charged or is liable to be charged against him @oohstitute a crime of the second degree
or greater. The offense is a crime of the fourtiyrde if such conduct would constitute a
crime of the third degree. Otherwise it is a digolglpersons offense.
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2C:33-4 Harassment

Except as provided in subsection e., a person ctsrarpetty disorderly persons offense if, with
purpose to harass another, he:

a.

Makes, or causes to be made, a communicatioonemenications anonymously or
at extremely inconvenient hours, or in offensivebarse language, or any other
manner likely to cause annoyance or alarm;

Subjects another to striking, kicking, shovingpther offensive touching, or
threatens to do so; or

Engages in any other course of alarming conduct eepeatedly committed acts
with purpose to alarm or seriously annoy such opfeeson.

A communication under subsection a. may be deembdue been made either at the place
where it originated or at the place where it waeneed.

e.

A person commits a crime of the fourth degremi€ommitting an offense under this
section, he was serving a term of imprisonmentas wn parole or probation as the
result of a conviction of any indictable offensalanthe laws of this State, any other

state or the United States.
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