Online Security & Safety begins with YOU.

Do

• Use strong passwords and two-factor authentication
• Monitor your credit history for improper activity
• Backup your data and keep the backup offline
• Update your operating systems and antivirus software
• Wipe your devices before disposal or resale — deleting info is not enough!
• Review default privacy settings for computers, phones, and other devices
• Be aware of Web sites, apps, and games that ask for information from children under 13 years of age

Don’t

• Don’t forget to adjust online privacy settings to limit third-parties from sharing your personal information
• Don’t use public WiFi, especially for financial or other sensitive transactions
• Don’t open attachments or links in unsolicited emails
• Don’t give out your personal information through phishing calls, texts, or email
• Don’t use easy passwords like PASSWORD or ABC123
• Don’t merely discard paper documents with personal info – shred them!

Cyber Security and Safety Resources

1. New Jersey Division of Consumer Affairs, Office of Consumer Protection, Cyber Fraud Unit
   www.njconsumeraffairs.gov/ocp/Pages/cyberfraud.aspx and 1-800-242-5846
2. New Jersey Cybersecurity and Communications Integration Cell (NJCCIC)
   www.cyber.nj.gov
3. Federal Trade Commission - Consumer Information
   www.consumer.ftc.gov and 877-438-4338 or 866-653-4261
   www.identitytheft.gov and 877-438-4338 or 866-653-4261
5. Free Annual Credit Report Web site Authorized by Federal Law
   www.annualcreditreport.com and 877-322-8228
6. U.S. Department of Health and Human Services - HIPAA for Individuals
   www.hhs.gov/hipaa/forindividuals
   www.fdic.gov/consumers/consumer/news/crwin16
10. Federal Bureau of Investigation – E-Scams & Warnings
    www.fbi.gov/scams-and-safety/on-the-internet

Protect Yourself Today to Protect Your Future!