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PRELI M NARY STATEMENT

In introducing the Law Enforcenent and Phone Privacy
Protection Act of 2006, Representative Lamar Smith aptly noted
that “[f]ew things are nore personal and potentially nore
reveal i ng than our phone records. The records of whomwe choose
to call and how |l ong we speak with themcan reveal nmuch about our

busi ness and personal lives . . . .7 152 Cong. Rec. E90-01

(daily ed. Feb. 8, 2006). Representative Smth’ s observation
reflects the comobn wunderstanding that every individual’s
tel ephone  communications wll be free from governnent
surveill ance, absent a show ng of suspected crimnal activity and
a judicial sanction for scrutiny. Unfortunately, in recent
years, the federal governnent has invaded the privacy of perhaps
mllions of Anmericans by gathering, exanm ning, and analyzing
t el ephone calling records from the nation’s maj or
t el econmuni cations carriers, without articulating any |evel of
suspicion of crimnal acts and w thout oversight by the courts.

H gh-level federal officials and telecomunications
conpany officers have publicly admtted that the National
Security Agency (“NSA”) reqgqularly receives the tel ephone calling
records of ordinary Anericans not suspected of engaging in
crimnal activity and that governnent investigators pore through
those records to determne the calling patterns of individuals
who have done not hing to warrant governnent investigation. This

systematic intrusion on privacy rights was conducted



surreptitiously for nearly five years before being reveal ed by
the press in 2006.

Di scl osure of tel ephone calling records without a court
order and without notice to the individual subscribers whose
private information is being disclosed could violate New Jersey
consuner protection statutes. Once nmade aware of this potenti al

violation of New Jersey |law, the Attorney CGeneral of New Jersey

initiated an i nvestigation into t he practices of
tel ecommuni cations carriers who operate in this State. To
effectuate the investigation, the Attorney GCeneral issued

subpoenas to various teleconmunications conpanies seeking
information on the carriers’ history of revealing the tel ephone
calling records of New Jersey subscribers to the NSA

Before the return date of the subpoenas and with no
I nformati on havi ng been revealed to the Attorney General by the
carriers who are the subject of her investigation, the United
States filed suit inthis Court seeking, in effect, to enjoin the
Attorney General from fulfilling her duty to investigate
viol ati ons of New Jersey |aw.?

This extraordinary request for relief is based |argely

on the federal governnent’s assertion of an evidentiary privilege

! The Attorney General does not concede the legality of the
federal governnent’s telephone <calling records surveillance
pr ogr am New Jersey’s investigation, however, is limted to
potential violations of New Jersey law by telecomunications
carriers.



t hat prevents the production of sensitive information inlimted
ci rcunst ances. According to plaintiff, even the nere
acknow edgnent by the carriers of a government surveillance
program already repeatedly acknowl edged to exist by federal
of ficials, would threaten national security, justifying
suppressi on of the requested i nformati on under the state secrets
privil ege. Rat her than seeking to assert the privilege in a
state court enforcenent proceeding that may be brought wth
respect to the subpoenas, plaintiff clains it has an i ndependent
cause of action for declaratory relief on the applicability of
the privilege to the information sought in the subpoenas. | f
adopted by this Court, plaintiff’s position would transform a
court-created evidentiary privilege, to be exercised in rare
circunstances after judicial review, into an inpenetrable cloak
insulating the federal governnment’s donestic surveillance
activities fromjudicial scrutiny.

The federal governnment’s positionislegally flawed for
several reasons. First, this Court |acks jurisdiction to hear
plaintiff’s clains. Plaintiff alleges federal question
jurisdiction, However, the federal question that plaintiff
raises in the Conplaint is an anticipated federal |aw defense to
a threatened state court action. No party, including the United
States, can create federal court jurisdiction by predicting that

a federal question will arise in a state court proceeding.



In addition, neither the state secrets privilege nor
any federal statute or Executive Order creates a cause of action
based on the potential disclosure of sensitive governnent
i nformati on. Wen properly applied, the state secrets privilege
is invoked only after information has been requested in a
judicial proceeding and prevents disclosure of information only
after a court has exam ned the materials and determ ned that the
governnent’s claimof a national security threat is genuine. The
privilege cannot form the basis for a federal court action to
preclude a state official fromasking for information that m ght
ultimately be protected from di scl osure.

Simlarly, the statutes and Executive Orders cited in
Plaintiff’s Conplaint concern the process for classifying,
decl assifying, and distributing intelligence information. Wile
those I aws control the dissem nation of classified informtion,
not hing in these provisions gives the federal governnment a cause
of action to seek, in effect, an injunction precluding a State’s
chief law enforcenment official fromcarrying out her duties.

Moreover, the state secrets privilege does not even
apply to the information sought by the subpoenas. Feder al
officials and cooperating telephone carriers have publicly
recogni zed the existence of the surveillance program There is

no secret for the state secrets privilege to protect.



Al so, even if plaintiff has a cause of action, this
Court should abstain from deciding this suit. The federal
government can raise the state secrets privilege, or any other
defense, in a state court proceeding initiated by the Attorney
General to enforce the subpoenas. New Jersey’s judiciary is
entitled to resolve legal issues that arise in subpoena
enf orcenment proceedings free fromfederal judicial interference,
particularly where the State’'s chief |aw enforcenent officer is
I nvestigating potential violations of State | aw and carryi ng out
her obligation to protect the statutory privacy rights of New
Jersey citizens. O course, any New Jersey judicial decision
woul d ultimately be subject to review by the Suprene Court of the
United States.

Finally, the state secrets privilege cannot be applied
wi thout the benefit of an in camera review of the information
sought by the Attorney General and an opportunity for the Court
to determ ne whether plaintiff’'s claimof a potential national
security threat is genuine. Relief for the plaintiff at this

juncture, therefore, would be prenature.



PROCEDURAL HI STORY AND STATEMENT OF FACTS

On May 11, 2006, a report in USA Today disclosed the
exi stence of the NSA's covert collection of the records of
t el ephone calls placed and/ or received by Anericans (“Tel ephone
Call History Data”) without a showi ng of suspicion of crimnal
activity and with no judicial oversight. The report called into
guestion the process by which the information was requested and
obtained and raised the concern that New Jersey’ s consuner
protection | aws had been viol ated by tel ecomruni cati ons carriers
operating in the State.

In May 2006, the Attorney GCeneral of New Jersey
commenced an investigation into whether teleconmnunications
carriers providing service to subscribers with a New Jersey
billing address and/ or tel ephone nunber di scl osed Tel ephone Cal
History Data to the NSA. (Conplaint Y34). Subpoenas Duces Tecum
wer e i ssued pursuant to New Jersey Consuner Fraud Act, N.J. Stat.
Ann. 856:8-1, et seq. (the “Subpoenas”) to ten telephone
carriers: (1) AT&T Corporation; (2) G ngular Wreless LLC, (3)
Quwest Commruni cations International; (4) Verizon Comruni cati ons;
(5) Cellco Partnership d/b/a Verizon Wreless; (6) Virgin Mbile
USA, LLC, (7) Vonage Holdings Corporation, Inc.; (8) Nextel

Communi cations, Inc.; (9) Sprint Communications Conpany;? and

2 Sprint and Nextel have subsequently nergered and are now
known col l ectively as “Sprint Nextel.”

6



(10) United Telephone Conpany of New Jersey, Inc.® (the
“Carriers”).

The Subpoenas seek: (1) all orders, subpoenas and
warrants pursuant to which the Carriers were requested to furnish
Tel ephone Call History Data; (2) an identification of the persons
whose Tel ephone Call History Data was provided to the NSA, (3) a
sanpl e of the contract or other form agreenment with subscribers
whi ch addresses the Carriers’ authority to disclose subscriber
information to third parties and any obligations prior to such
di scl osure; and (4) all docunents concerning any comruni cation
between the Carriers and New Jersey subscribers concerning the
NSA request for Telephone Call History Data. The Subpoenas
required the Carriers’ responses on or before My 30, 2006.
(Conpl ai nt 34, Exh. A).

The State provided the Carriers with an extension of
time to June 15, 2006 to respond to the Subpoenas. (Conplaint,
137). On May 30, 2006, counsel for Sprint Nextel forwarded a
copy of Sprint Nextel’'s privacy policy to the Attorney GCeneral

and i ndicated that the conmpany had forwarded the Subpoena to the

3 United Tel ephone is now part of Enbarq Corporation, which
was spun off of Sprint Nextel and is nowthe parent conpany for all
of Sprint’s |ocal telecomunications conpani es.

7



United States Departnent of Justice to seek its position with
regard to the remaining requests.*

Prior to the return date of the Subpoenas and before
the Attorney General could initiate a state court enforcenent
action, on June 14, 2006, the United States commenced this suit
against the Attorney General, the Director of the New Jersey
Di vi si on of Consuner Affairs, and t he Deputy Attorney General who
signed t he Subpoenas (the “State Defendants”). (Conplaint, Y 5-
7). Five of the carriers, AT&T, Verizon Comruni cations, Quest,
Sprint Nextel, and Congular Wreless were also naned as
def endant s. (Conpl aint, 97 8-13). The two carriers that
responded to the Subpoenas were not nanmed as defendants. One
carrier, United Telephone, did not respond to its Subpoena.
Anot her carrier, Virgin Mbile, didrespond to its Subpoena prior
to becom ng aware that an extension has been granted. At the
request of Virgin s counsel, the State Defendants returned the
response to Virgin unopened and unread.

The United States seeks a declaratory judgnent that the
Subpoenas may not be enforced by the State Defendants or
responded to by the Carriers “because any attenpt to obtain or

di sclose the information that is the subject of the Subpoenas

4 Verizon Wrel ess responded to its Subpoena by stating it
had not provided tel ephone calling records to the NSA Vonage
responded to its Subpoena by stating that other than a sanple
subscri ber agreenment, it had no responsi ve docunents.

8



woul d be invalid under, preenpted by, and inconsistent with the
Supremacy Clause . . . federal law, and the Federal Governnment’s
excl usive control over foreignintelligence gathering activities,
national security, the conduct of foreign affairs, and the
conduct of mlitary affairs.” (Conplaint, Prayer for Relief).
Effectively, plaintiff asks this Court to enjoin the Attorney
General from carrying out her responsibility to investigate
vi ol ati ons of New Jersey’s consuner protection |aws.

On June 14, 2006, the Attorney General provided the
Carriers with a further extension of tinme to July 17, 2006, to
respond to the Subpoenas. Counsel for the Carriers thereafter
requested additional time. They were advised that the Attorney
CGeneral would not agree to any further extensions. On the July
17, 2006, return date, the Carriers neither provided the
document at i on request ed nor ot herw se responded t o t he Subpoenas.

Also on July 17, 2006, counsel for the United States
made an application to this Court for a tenporary restraining
order to preclude the Attorney General from seeking enforcenent
of the Subpoenas pending the filing and disposition of
plaintiff’s application for prelimnary injunctive relief. At
that time, the Attorney Ceneral agreed to forebear from any
attenpts to enforce the Subpoenas and the Court established a

briefing schedule for dispositive cross-notions.



The St ate Defendants now nove to dism ss the Conpl ai nt
for failure to state a claimupon which relief can be granted,
or, in the alternative, for the Court to abstain from

entertaining plaintiff’'s clains.?®

5 Seventeen class actions have been filed in thirteen federal
districts concerning, anong other things, the NSA' s covert
col | ection of Tel ephone Call History Data. On August 9, 2006, the
Judi ci al Panel on Multidistrict Litigation found that these actions
i nvol ve common questions of fact, and pursuant to 28 U.S.C. § 1407
transferred these actions to the Northern District of California
for pretrial proceedings. Inre NSA Tel econs. Records Litig., 2006
US Dst. LEXIS 56534 (J.P.ML. Aug. 9, 2006).

10



ARGUMENT
PO NT

TH'S COURT LACKS JURISDICTION TO HEAR
PLAI NTI FF* S CLAI V5.

The United States invokes this Court’s jurisdiction
under both 28 U.S.C. 81331 and 28 U.S.C. 81345. (Conplaint T 2).
Nei t her statute, however, confers jurisdiction on this Court to
entertain plaintiff’s clains.

The federal question jurisdiction of 28 U.S.C. 81331
pertains only to “civil actions arising under the Constitution,
| aws, or treaties of the United States” and, even in Declaratory
Judgnent actions, not to other federal questions such as those
that the United States anticipates nmay arise as a federal defense
to a non-federal action, i.e., an action to enforce the

Subpoenas. E.g., Louisville & NR Co. v. Mdittley, 211 U.S. 149,

152 (1908); Public Service Commin v. Wcoff, Co., Inc., 344 U.S

237, 248 (1952); United States v. Pennsylvania, Dep’'t of Envtl.

Res., 923 F.2d 1071, 1079 (3d Cr. 1991)(“[F]ederal defenses to
state | aw cl ai ns cannot create federal jurisdiction. . . W are
[al so] cognizant that the Declaratory Judgnent Act does not
confer subject matter jurisdiction.”). The United States |acks
a civil cause of action arising under federal |aw because federal
| aw does not prevent the State fromseeking information that may

be privileged by federal |aw and because, even if it does, the

11



United States lacks a cause of action to enforce this
proscription. See Point Il, infra.

Thus, the federal question jurisdiction conveyed to
this Court by 28 U.S.C. 81331 affords this Court jurisdictionto
determ ne that the United States does not have a cause of action,

e.g., Bell v. Hood, 327 U.S. 678 (1946)(although an allegedly

federal claim fails to state a cause of action, when it is
pleaded as a federal claim it affords the district court
jurisdiction to adjudicate that it does not state a cause of
action), but not jurisdiction to adjudicate the state secrets
privilege in advance of a state court subpoena enforcenent
proceeding in which the privilege may be rai sed as a defense.

Li kewi se, 28 U.S. C. 81345 neither confers jurisdiction,
nor creates a cause of action on behalf of the United States.
“Section 1345 authorizes the United States to appear in federal
district courts as a party plaintiff but that section assunes
that the United States possesses a cause of action that arose
under either state or federal law which it can commence in the

federal court.” United States v. Roche, 425 F. Supp. 743, 745

(D. Mass. 1977). See also United States v. Silliman, 167 E.2d

607, 610 (3d Gir. 1948)(that the statute conveys jurisdiction to
the United States to bring suit as a plaintiff does not nean that

the United States has a cause of action). Cf. United States v.

Pennsylvania, Dep’'t of Envtl. Res., 923 E.2d at 1079 (holding
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that 28 U.S.C. 81345 conveyed jurisdiction to district court to
entertain action instituted by the United States seeking
adj udi cation of sovereign inmunity defense relating to an
underlying action in state court, but w thout addressing whet her
claim stated a cause of action). The Conpl aint, therefore,
shoul d be di sm ssed.

PO NT 11

THE COVPLAI NT DOES NOTI' STATE A CAUSE OF
ACTI ON

The United States cannot convert an evidentiary
privil ege designed to protect fromdisclosurelimted information
concerning national security into a federal cause of action to
bar the State’'s top |law enforcenent official from carrying out
her statutory duties to investigate violations of State |aw
This distortion of the privilege is unwarranted and does not
state a valid cause of action.

In addition, no federal statute or Executive Order
prohibits a state official from initiating a state |egal
proceedi ng seeking information relevant to potential violations
of State law. Wiile it may be that the information sought may
ultimately be protected fromdisclosure, that possibility is not
sufficient to vest in the United States a preenptive cause of

action to enjoin an attenpt to secure the information.
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A Federal Law Does Not Prevent State Oficials from
Seeking I nformati on That May Be Protected by the State
Secrets Privil ege.

The state secrets privilege is an evidentiary privilege
whose history dates to the beginning of our Republic. The
privilege was initially discussed by Chief Justice Marshall who,
while riding circuit, adjudicated the trial of Vice President
Aaron Burr. Burr had been charged with treason after a
confederate, General Janes W1 ki nson, betrayed a pl an by Burr and
others to seize lands from Mexico in what is now the western
United States and establish a new territorial governnent there.

United States v. Burr, 25 F. Cas. 30, 32 (C.C.D. Va. 1807). Burr

sought a subpoena duces tecum ordering President Jefferson to
turn over a letter Burr believed had been given to the President
by Gen. WI ki nson. Id. at 32. President Jefferson opposed
Burr’s request, citing executive privilege and his belief that
he, as executive, maintained the power to decide what
communi cations sent to him as executive were permtted to be
rel eased publicly. [1d. at 34-35. Chief Justice Marshall ruled
in Burr’s favor, issuing the subpoena but noting that if the
letter “contain[s] any matter which it would be inprudent to
di scl ose, which it is not the wish of the executive to disclose,
such matter, if it be not imediately and essentially applicable

to the point, will, of course, be suppressed.” |[d. at 37.
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The noder n-day standard for the state secrets privil ege

was articulated by the Suprene Court in United States v.

Reynolds, 345 U.S. 1 (1953). In that case, the widows of three
men who were killed in an aircraft crash brought suit under the
Federal Tort Clainms Act and sought, in discovery, Ar Force
records relating to the official investigation of the accident.
Id. at 3-4. The Secretary of the Air Force filed a “claim of
privilege” and the governnent refused to produce the docunents
for in camera review. |d.

In its opinion, the Suprenme Court articulated the
standard for invocation of the state secrets privil ege:

The privilege belongs to the Governnent and

nmust be asserted by it . . . . It is not to

be lightly invoked. There nust be a fornal

claim of privilege, |odged by the head of

t he departnment which has control over the

matter, after actual personal consideration

by that officer. The court itself nust

determ ne whether the «circunstances are

appropriate for the claimof privilege, and

yet do so without forcing a disclosure of

the very thing the privilege is designed to

pr ot ect .

[1d. at 7-8 (footnotes onmtted).]
In short, the Reynolds Court created a three-part analysis for
the assertion of the state secrets privilege: (1) formal
I nvocation of the privilege by the “head of the departnent which
has control over the matter”; (2) “after personal consideration
by that officer”; and (3) a determ nation by the court that the

circunstances are appropriate for the assertion of the claim
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The Court found that the state secrets privilege is
properly invoked when “fromall the circunstances of the case,

that there i s a reasonabl e danger that conpul si on of the evidence

will expose mlitary matters which, in the interest of national
security, should not be divulged.” 1d. at 10 (enphasis added).
The privilege requires a judicial determ nation that bal ances t he
court’s need to naintain control over the evidence against the
rel uctance a court should have in requiring the Executive Branch

to provide conplete disclosure of purportedly privileged

information. 1d. at 7, 9-10. See also Spock v. United States,
464 FE. Supp. 510, 519 (S.D.NY. 1978)(“the state secrets
privilege is only an evidentiary privilege . . . which privilege

should be construed narrowy, to permt the broadest possible
di scovery consistent with the purposes of the privilege.”)

(citing Kinoy v. Mtchell, 67 EERD. 1, 14 (S.D.N Y. 1975));

Hepting v. AT&T Corp., 2006 U S. Dist. LEXIS 49955 at *54-55

(N.D. Cal. Jul. 20, 2006)(“While the court recognizes and
respects the executive's constitutional duty to protect the
nation from threats, the <court also takes seriously its
constitutional duty to adjudicate the disputes that cone before
it. To defer to a bl anket assertion of secrecy here would be to
abdi cate that duty, particularly because the very subject matter

of this litigation has been so publicly aired.”).
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The Reynolds Court went on to note that the degree to
which it may probe in satisfying itself that the privilege is
properly invoked turns on the “showi ng of necessity” made by the
party seeking the information sought to be protected. The
greater the showi ng of necessity, the court reasoned, the nore
reluctant the court should be to accept the assertion of the
privilege. 345 U.S. at 11

The privilege is not an i ndependent basi s upon which to
aut hori ze the federal court effectively to enjoin state officials
fromexecuting their official duties. The privilege is a court-
created rul e of evidence, not a substantive federal right. The
federal governnent can no nore use the privilege to enjoin a
state proceeding than could a private litigant nove a federa
court to stop a state court proceeding on the grounds that he
fears the loss of his attorney-client privilege in the course of
the state action.

Plaintiff’s distorted interpretation of the privilege
woul d ef fectively i muni ze federal executive action fromjudici al
scrutiny. Under the unprecedented reading of the privilege
advanced here, the Executive Branch could weasily escape
accountability for any all eged unl awful activity sinply by taking
refuge behind the state secrets privilege whenever executive
authority is chal |l enged and seeki ng a federal court order barring

all further attenpts to investigate federal governnment actions.
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The courts maintain the critical responsibility to keenly review
federal governnental action that threatens or seeks to thwart

fundanental liberties. See also Doe v. Gonzales, 449 F.3d 415,

423 (2d CGir. 2006)(Cardanmone, J., concurring)(stating “while
everyone recogni zes national security concerns are inplicated
when the governnent investigates terrorismw thin our Nation’s
borders, such concerns should be | eavened wi t h conmon sense so as
not forever to trunp the rights of the citizenry under the

Constitution.”); Hamdi  v. Runsfeld, 542 U.S. 507, 536

(2004) (noting that “in times of conflict, [the United States
Consti tution] nost assuredly envisions a role for all three
branches when individual liberties are at stake”). This Court
shoul d decline plaintiff’s invitation to convert an evidentiary
privilege into a cause of action designed to protect to the
Executive Branch from scrutiny.

B. Federal Law Does Not Provide the United States with a
Cause of Actionto Prevent State Oficials fromSeeking
Informati on That May Be Protected by Federal Statutes
or Executive Orders.

Nor do the statutes and Executive Orders cited in the
Conpl ai nt give the United States a cause of action to prevent the
Attorney General from issuing the Subpoenas to investigate
violations of state law. The Conplaint refers to 50 U.S. C. 8403-
1(i)(1), which confers on the Director of National Intelligence
(“DNI™") the responsibility to “protect intelligence sources and

nmet hods from unaut hori zed disclosure.” (Conplaint 930). The
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statute goes on to direct the DNI “to maxi m ze the di ssem nation
of intelligence” by establishing “guidelines” for classifying
information and preparing intelligence reports. 50 U.S.C 8403-
1(i)(2)(A)-(C. Nothing in these provisions give the DNl a cause
of action effectively to enjoin a state Attorney General from
asking for information that m ght be insulated from disclosure.
If the DNl has any claim to prevent the disclosure of the
i nformati on sought by the Subpoenas, he can raise that claimin
the Attorney General’s state court enforcenent proceeding.

Simlarly, 50 U.S.C_ 8402 does not authorize the
federal governnment to initiate a federal court action to prevent
a state official fromseeking informati on that m ght be protected
fromdi scl osure for national security purposes. (Conplaint 118,
48). Section 6 of the National Security Agency Act, 50 U S. C
8402, states that:

[NNothing in this Act or any other law ...

shal | be construed to require the disclosure

of the organi zation or any function of the

Nat i onal Security Agency, of any information

with respect to the activities thereof, or

the names, titles, salaries or nunber of

per sons enpl oyed by such agency.

[50 U.S.C. 8402 note, 86.]
Agai n, this provision does not provide the i ndependent basis for

the relief that plaintiff seeks. Instead, the statute provides

an avenue for the DNl to object to the production of the
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i nformati on sought by the Subpoenas in a state court enforcenent
pr oceedi ng.

The two Executive Orders cited in the Conplaint also do
not establish for the federal governnent a cause of action
effectively to enjoin a state Attorney General frominvestigating
violations of state | aw. Executive Order No. 12960, 60 Fed. Reg.
19825 (April 17, 1995), as anmended by Executive Order No. 13292,
68 Fed. Reqg. 15315 (March 25, 2003), establishes “a uniform
systemfor classifying, safeguarding, and decl assifyi ng nati onal
security information.” Wile this Executive Order nmay provide
the basis for a claimin a state proceeding that informtion
sought by the Subpoenas cannot be disclosed, it does not create
a cause of action for a preenptive ruling on that question.

Executive Order No. 12968, 60 Fed. Req. 40245 (Aug. 2,
1995) “establishes a uniform Federal personnel security program
for enployees who will be considered for initial or continued
access to classified informtion.” Li ke the other Executive
Orders cited in the Conplaint, No. 12968 does not create a cause
of action for the federal governnent. |Instead, Executive O der
No. 12968 provides a basis upon which the federal governnent
mght claim that information requested by the Subpoenas is

protected from disclosure.®

¢ The Conplaint alleges that 18 U.S.C. 8798 is rel evant here.
That provision nakes it a felony to knowi ngly and wi |l lingly divul ge
to an unaut hori zed person in any manner “prejudicial to the safety
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That federal statutes or federal |aw create a right or
a duty superseding state law by virtue of the Suprenmacy C ause
does not automatically nean that a federal cause of action exists
enabling a party -- even the United States -- directly to enforce

the right or to inpose the duty. E.g., United States v. Cooper

Corp., 312 U.S. 600 (1941)(United States, as a purchaser of
goods, could not maintain an action under 87 of the Shernan Act
authorizing suit for treble danmages arising from violations of
the Act).

O course, under the Supremacy C ause, Congress can
create both a federal right and a cause of action, but the nere
creation of a federal right does not by itself create a cause of

action. E.d., Gonzaga Univ. v. Doe, 536 U.S. 273, 284 (2002)

(“But even where a statute is phrased in . . . explicit rights-

creating terns, a plaintiff suing under an inplied right of

action still must show that the statute manifests an intent ‘to

create not just a private right but also a private renedy.

(quoting Al exander v. Sandoval, 532 U.S. 275, 286 (2001)); Enpire

or interest of the United States” any classified information
“concerning the cormuni cationintelligence activities of the United
States . . . .” 18 U.S.C. 8798(a). “Conmunication intelligence”
is defined as “all procedures and nethods used in the interception
of communications and the obtaining of information from such
comuni cations by other than the intended recipients.” 18 U.S.C
8§798(b). Because the Subpoenas seek information related only to
the federal governnent’s telephone calling records surveillance
program and not its program of eavesdropping on telephone
communi cations, this provision does not appear to apply.
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Heal t hChoice Assur., Inc. v. MVeigh, 126 S. C. 2121, 2133

(2006) (“I't is undisputed that Congress has not expressly created
a federal right of action enabling insurance carriers |ike Enpire
to sue health-care beneficiaries in federal court to enforce
rei mbur senent rights under contracts contenpl ated by [t he Feder al
Enpl oyees Health Benefits Act of 1959].7).

A private party mght use 42 U.S. C. 81983 to assert the
Supremacy Clause as a cause of action if state |law effects a

deprivation of a constitutional right. E. g., Roe v. \Wade, 410

U.S. 113 (1973), rev' g, Roe v. Wade, 314 F. Supp. 1217 (D. Tex.

1970) (81983 acti on seeking on constitutional grounds to overturn
state |l aw proscribing abortion). The proper plaintiff in this
type of actionis a “citizen of the United States or other person
Within the jurisdiction thereof,” 42 U.S.C. 8 1983, and not the
United States. The United States cannot use 81983 to claim a
cause of action in this case.

Simlarly, the United States cannot claim a cause of
action arising wunder federal common | aw. In limted
ci rcunst ances, federal conmon | aw conveys causes of action to the

United States. E.g., United States v. Standard Q1 Co., 332 U.S.

301, 315 (1947)(declining to create a comon-| aw cause of action
allowing the United States to recover fromtortfeasors expenses
that it incurred intreating mlitary personnel under its health

care prograns). But
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in the federal schene [the Suprenme Court’s]
part in th[e] work [of creating common | aw],
and the part of the other federal courts,
outside the constitutional area is nore
nodest t han t hat of state courts,
particularly in the freedom to create new
comon-law liabilities .

[1d. at 313.]
CGeneral ly,

t hose cases in which judicial creation of a
special federal rule would be justified|]
. . are, as we have said in the past, “few
and restricted”

[O Melveny & Myers v. FDIC, 512 U.S. 79, 87
(1994) (quoting Wieeldin v. \Weeler, 373 U.S.
647, 651 (1963)).]

Federal courts, “unlike their state counterparts, are courts of
[imted jurisdiction that have not been vested wth open-ended

| awmaki ng powers.” Northwest Airlines v. Transp. Wrkers Union,

451 U.S. 77, 95 (1981)(declining to create a conmon-| aw cause of
action for contribution for Title VIl of the Gvil R ghts Act and

for the Equal Pay Act). In Northwest Airlines, the Court defined

the scope of its comon-|law authority in these terns:

Th[i s] Cour t also has recognized a
responsi bility, in t he absence of
| egi slation, to fashion federal conmon |aw
in cases raising issues of uniquely federal
concern, such as the definition of rights or
duties of the United States, or the
resolution of interstate controversies.
However, we consistently have enphasized
that the federal |awnraking power is vested
inthe | egislative, not the judicial, branch
of governnent; therefore, federal common | aw
is “subject to the paranmount authority of
Congress.”
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[Id. at 95 (footnotes and quotations
omtted).]

Plaintiff’s conplaint does not involve “interstate
controversies.” 1d. |If court-created federal common lawis to
convey upon the United States a cause of action to prevent state
officials fromattenpting to obtain information which m ght be
protected from di scl osure under federal |aw, then the power to
create that common-| aw cause of action nust instead arise because
this case *“rais[es] issues of uniquely federal concern
[Tmplicating] the definition of rights or duties of the United
States.” Id. But nothing in this case manifests a need to
define the rights or duties of the United States. The right and
the duty of the United States - to invoke the state secrets or
ot her federal privileges in the court where privileged materials
are sought - is already defined.

In footnote 32 of the Northwest Airlines opinion,

appended at the end of the phrase “definition of rights or duties
of the United States” included in the above-referenced quotation,
id., and informng the nmeaning of this text, the Court cited

t hree exenpl ary opi nions, only one of which, Cearfield Trust Co.

v. United States, 318 U.S. 363 (1943), created a cause of action

on behalf of the United States.’ In Cearfield Trust, the

7 The other two opinions cited in footnote 32 are United
States v. Standard O 1 Co., (declining to create a cause of action
allowing the United States to recover expenses it incurred in
treating mlitary personnel treated by tortfeasers) and Mree v.
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Suprene Court created a common-| aw cause of action enabling the
United States to recover against a bank for |osses incurred when
the bank cashed a United States check presented by an
unaut hori zed bearer who forged +the payee’'s signature,
notwi thstanding the United States’ failure to afford the bank
tinely notice of the forgery as required by Pennsylvania
comercial | aw In creating a federal comon-|aw cause of
action, the Court explained:

The issuance of comercial paper by the
United States is on a vast scale and
transactions in that paper fromissuance to
paynent wll comonly occur in several
states. The application of state |aw, even
w thout the conflict of laws rules of the
forum would subject the rights and duties
of the United States to exceptional
uncertainty. It would lead to great
diversity in results by making identical
transactions subject to the vagaries of the
| aws of the several states.

[Clearfield Trust, 318 U.S. at 367 (enphasis
added) . ]

Unlike Cearfield Trust, this case presents no reason

to create common |law, nuch |ess a conmon-|law cause of action
The rights and duties of the United States are clear and can be
asserted in the forumwhere privileged materials are sought. See

United States v. Gty of Phil adel phia, 644 E.2d 187, 198 (3d Cir.

1980) (United States is “bound to recogni ze strict limts to its

DeKal b County, 433 U.S. 25 (1977)(declining to create a cause of
action against beneficiaries of airport grant contracts whose
breach of the contracts cause injuries to third parties).
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power to intervene in the workings of the executive branch of
| ocal and state governnents” and may not sue to challenge the
unconstitutional practices of a city police departnment on behal f
of victimzed citizens deprived of their civil rights). Accord

United States v. Solonpbn, 563 F.2d 1121, 1126 (4" GCir

1977) (enunerating thelimted “line of authorities permttingthe
United States to sue even when not authorized by statute” and
hol ding that the United States has no inherent authority to sue
to protect the nentally retarded in state hospitals). Neither
statute nor conmon | aw gives the United States a cause of action
to prevent a state official frompursuing information in a court
of conpetent jurisdiction to adjudicate the alleged federal
privil ege.
PO NT |11

SHOULD THE COURT DETERM NE THAT THE STATE
SECRETS PRI VI LEGE HAS BEEN PROPERLY | NVOKED,
THE COURT SHOULD FIND THAT THE PRI VILEGE
DCES NOI' APPLY TO THE DOCUMENTS AND
| NFORVATI ON  REQUESTED BY THE ATTORNEY
GENERAL I N THI S CASE

The federal governnment cannot justify application of
the state secrets privilege to the information sought by the
Attorney Ceneral because the telephone calling records
surveillance program has al ready been publicly recognized. The
programis not secret. The state secrets privilege, therefore,

cannot apply.

26



The State Defendants concede that the declarations of
DNl Negroponte and Lt. Gen. Al exander are sufficient to neet the
first two prongs of the Reynolds test - the declarations were
made by the “heads” of the departnents in question and upon
personal consideration of the matter. It is the third prong of
t he Reynolds test where the federal governnent’s argunment fails.
The exi stence of the tel ephone records surveillance programis
al ready a matter of public record; therefore, conpliance with the
Subpoenas is not prohibited by the state secrets privilege.

As Judge Wal ker observed in Hepting, “[T]he first step
in determning whether a piece of information constitutes a
‘state secret’ is determ ning whether that information actually

is a‘secret.”” 2006 U S. Dist. LEXIS 49955 at *29. On May 11

2005, USA Today initially reported the exi stence of the tel ephone

records surveillance program Leslie Cauley, NSA Has Massive

Dat abase of Anericans’ Phone Calls, USA Today, May 11, 2006. The

article detail ed a programwhereby the NSA, through data provi ded
by AT&T, Bell South, and Verizon, “has been secretly collecting
t he phone call records of tens of mllions of Anericans . ”
Id. The arrangenent, initially characterized as contractual

began shortly after Septenber 11'", 2001, when NSA representatives
“told the conpanies that it wanted themto turn over their ‘call-

detail records,’” a conplete listing of the calling histories of

their mllions of custoners.” 1d. In addition to these records,
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the NSA asked “the carriers to provide updates, which would
enabl e the agency to keep tabs on the nation’s calling habits.”
Id. The article also nmentioned that one telecomrunications
carrier, Qnest, after nmeeting with NSA representatives, chose not
to participate in the phone records program |d.

After the USA Today article was published, additional
reporting was conducted by other wi dely read publications.?® See,

Eric Lichtblau and Scott Shane, Bush |Is Pressed Over New Report

On Surveillance, The New York Tines, May 12, 2006, at Al; G egg

MIller, New Furor Over NSA Logs; National Security Agency

Secretly Tracks MIlions of Anmericans’ Calls, The Los Angel es

Times, May 12, 2006, at Al; Stephen J. Hedges and Mark Silva,

Bush: No Laws Were Broken:; M1lions of Phone Records Reportedly

Sold to NSA, The Chicago Tribune, May 12, 2006, at 1; |Is The

Phone Conpany Violating Your Privacy?, The Wall Street Journal

Online, May 13, 2006; Edward Epstein and Zachary Coile, Bush

Phone Lists Aid Security, The San Francisco Chronicle, May 13,

2006, at Al.
Reaction to the USA Today article varied. Qnest’ s
former CEO, Joseph Nacchio, issued a statenent through his

attorney confirmng the accuracy of the reporting as to Quest,

& A Lexis/Nexis search of this topic indicates that nore than
2,000 articles have been witten about the phone records program
since its disclosure on May 11, 2006. |In addition, litigation has
comenced in various federal fora. See footnote, p. 9.
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noting that “Qaest was approached to pernit the Governnent access
to the private tel ephone records of Qaest customers.” Hepting,

2006 U.S. Dist. LEXIS 49955 at *33. The statenent went on to

discuss an inquiry M. Nacchio made to determ ne whether “a
warrant or other |egal process had been secured in support of
that request.” [1d. at *34. \When he | earned no such authority
had been acquired, “M. Nacchio issued instructions to refuse to

conmply with these requests.” 1d.; Leslie Caul ey, NSA Has Massive

Dat abase of Anericans’ Phone Calls, USA Today, May 11, 2006.

By contrast, Bell South® and Verizon issued statenents
chal l enging the USA Today article. The denials provided by
Veri zon and Bel | South were not categorical. For exanple, Verizon
l[imtedits denial to a specific tine franme -- Septenber 11, 2001
to January 2006 -- and specific business functions, wreless
phone, wreless, and directory publishing. Hepting, 2006 U.S.

Dist. LEXIS 49955 at *35. Verizon also stated that it “wll

provi de custoner information to a governnent agency only where
authorized by law for appropriately-defined and focused

pur poses.” Arshad Mihanmed and Terence O Hara, NSA Program

Further Blurs Line on Privacy:; Consuners Gow Accustoned to

Surrendering Personal Data, The Washi ngton Post, May 13, 2006, at

D1. Verizon also stated that it “does not, and will not, provide

° Bell South operated Ci ngular Wreless as a joint venture with
AT&T prior to AT&T's acquisition of Bell South. Accordi ngly,
Bel | South’s public statenents are germane to this l[itigation.
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any governnent agency unfettered access to our custoner records
or provide information to the governnent under circunstances that
woul d al l ow a fishing expedition.” 1d. Further, Verizon did not
deny that it turns over custoner data, only that it does not do
so unl ess “authorized by law.” Verizon also did not deny that it
may grant governnmental access to its records, just not
“unfettered access.” |1d.

Simlarly, Bell South denied contracting with the NSA
and stated that it did not provide “bul k custoner calling records

to the NSA.” Hepting, 2006 U.S. Dist. LEXIS 49955 at *34. The

statenent |eft unclear whether, for exanple, Bell South has an
i nformal agreenent with the NSA to provide this information
whet her the NSA or the Departnment of Justice ordered Bell South to
provide this information, or whether sone information was
provided, just not an ill-defined “bul k” anount. The deni al
provi ded by Bell South is certainly open to interpretation as to
whet her, under certain circunstances, it had (or woul d) provide
this type of information.

AT&T initially chose to neither confirmnor deny that
a tel ephone records surveill ance program even exists, nuch | ess
whether it cooperated with governnental efforts to secure

records. Hepting, 2006 U.S. Dist. LEXIS 49955 at *36. Recently,

James Cicconi, AT&T s former General Counsel and current Senior

Executive Vice President for External and Legislative Affairs,
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was quoted as saying that there are “very specific federal
statutes that prescribe neans, in black and white law, for
provisions of information to the governnment wunder certain

ci rcunstances.” Declan MCullagh, AT&T Says Cooperation In NSA

Spying Was Legal, CNET News. Com August 20, 2006, avail able at

http://news.com com AT38T+says+cooper ati on+wi t h+NSA+coul d+be
+l egal / 2100- 1030_3-6108386. ht ml ) (| ast vi sited Sept enber 4, 2006) .
M. GCicconi’s coment cane in response to a question about
protecting custonmer privacy and the NSA court cases. |d. As
reported, M. Cicconi’s coments suggest that AT&T received a
certification from the United States Attorney GCeneral that
permts a tel econmuni cations carrier to provide “information and
facilities to the federal governnent as long as the Attorney

General authorizes it.” 1d. See also 18 U.S.C. 82511.

Al t hough not named in the USA Today article, Sprint
Nextel issued a statenment saying “Sprint Nextel is dedicated to
protecting the privacy of our custoners’ conmunications and
conplies fully with lawful processes.” Scott Leith, Bell South

Faces Lawsuit Over NSA Controversy, The Atlanta Journal-

Constitution, May 17, 2006, at C1. Simlarly, Vonage stated that
“[o]Jur position on this issue as it relates to Vonage is pretty
clear. W don’t supply any governnent authority with call record
data or any sensitive custoner information w thout a subpoena.”

David Lieberman, Cable Firns: Law Protects Custoners: Court
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Order, Notification Required, The USA Today, May 12, 2006, at 4B.

O the remaining Carriers served with a Subpoena, neither United
Tel ephone of New Jersey nor Virgin Mbile has provided any on-
the-record coment about the phone records program or its
possi bl e participation init.

In short, Verizon, BellSouth and AT&T provided
qualified denials of the initial USA Today story that |eaves
anple room for interpretation. Those conpanies, along wth
Sprint Nextel and Vonage, al so acknow edged that they conply with
| awful requests for information provided by the governnent.
Qnest confirnmed crucial parts of the original article while al so
stating that it did not participate in the phone records program

After the tel ecommuni cati ons conpani es’ statenents were
i ssued, the USA Today reviewed its initial story and published a

followup article on June 30, 2006. Susan Page, Lawnakers: NSA

dat abase i nconplete; Sone Who Were Briefed About The Database

ldentify Who Participated and Who Didn’'t, USA Today, June 30

2006, at A2. This article has been characterized as a parti al

retraction of the original story, Hepting, 2006 U.S. Dist. LEXIS

49955 at *36; Frank Ahrens and Howard Kurtz, USA Today Takes Back

Sone of NSA Phone-Record Report, The Washington Post, July 1,

2006, at A2; Matt Richtel, Newspaper Hedges on Report O Phone

Conpani es and Data, The New York Tinmes, July 1, 2006, at Al3

however, wupon closer scrutiny it is clear that the second USA
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Today article not only substantiates nost of the initial
reporting, but provides additional information about the phone
records surveillance programthat is confirmed both on and off
the record by elected officials of the United States Congress.

The second USA Today article said that statenents given
to the newspaper by nenbers of the House and Senate Intelligence
Commttees “confirnfed] sonme elenents of USA Today' s report and
contradict[ed] others.” [1d. Mich of the reporting centered on
a briefing provided by Bush Adm nistration officials to these
Comm ttees. Based on those briefings, USA Today reported that
“the National Security Agency has conpil ed a nassi ve dat abase of
donmestic phone call records,” but that “cooperation by the
nation’s tel ecommuni cations conpani es was not as extensive as
first reported by USA Today on May 11.” [d. In addition, the
article contai ned both on and of f-the-record conments by Senators
and Representatives who “verified that the NSA has built a
dat abase that includes records of Anericans’ domestic phone
calls.” 1d.

In sum the main thrust of the original story - that
the NSA has conpiled an extensive database of donmestic phone
records with the cooperation of the tel econmuni cations i ndustry -
was verified by elected officials of the United States
Governnent. For exanple, Senator Saxby Chanbliss, a nenber of

the Senate Intelligence Commttee, stated that Bell South’ s deni al
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about its participation in the phone records program“appears to
be accurate.” 1d. Senator Chanbliss also appeared to confirm
the existence of a phone records program when he said. “It’s
difficult to say you're covering all terrorist activity in the

United States if you don't have all the (phone) nunbers .

It probably would be better to have records of every phone

conpany. "' | d. (enphasis added). Senator Chanbliss al so provi ded
I ndi rect confirmation of a phone records programwhen he stated,
“Cbviously, a BellSouth customer can contract with AT&T (for

| ong-di stance service). There is a possibility that nunbers are

avai lable from other phone conpanies.” [|d. (enphasis added).

Thi s suggests that while Bell South nmay not have participated in
a phone records program such program does exist and that
Bel | Sout h custoners who use AT&T as their | ong-distance provider
may have had their calling records turned over to the governnent.

The USA Today article went on to discuss “new detail s”
in its reporting, quoting Senator Ted Stevens, a nenber of the

Senate Intelligence Conmttee, as saying

It was not cross-city calls. It was not
nmom and-pop calls, . . . [i]Jt was long
di st ance. It was targeted on [geographic]

o Senator Chanbliss’'s statenent references “terrorist
activity in the US.,” not international activity. Thi s
qualification would appear to rul e out the possibility that Senator
Chanbl i ss was speaki ng about the so-called “Terrorist Surveill ance
Program” which nonitors international calls wthout a warrant and
was recently struck down as unconstitutional. ACLU v. NSA 2006
US Dst. LEXIS 57338 (E.D. Mch. 2006).
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areas of interest, places to which calls
were believed to have cone from al - Qaeda
affiliates and fromwhich calls were nade to
al - Qaeda affiliates.

[Ld.]
Senat or Stevens’s characterization of the programpresupposes the
exi stence of a program regardless of whether it was focused
solely on | ong-distance or both | ong-distance and | ocal calls.
Representative Anne Eshoo, a nmenber of the House
Intelligence Commttee, al so appeared to confirmthe exi stence of
a phone records program when she was quoted as saying, in

describing the Bush Admnistration briefing, that there was

“schi zophrenia in the presentation . . . (officials say) ‘It’s
| egal ,” but in the sane breath they say, ‘Perhaps we shoul d take
another ook at FISA.”” 1d. Representative Rush Holt, a nenber

of the House Intelligence Committee, al so appeared to confirmthe
exi stence of a phone records program when he said “I find it
interesting that it seens the governnent is asking telephone
conpanies to do things that their custonmers and sharehol ders
would find totally unpalatable.” [1d. Finally, Senator Orin
Hatch, a nenber of the Senate Intelligence Conmttee, also
appeared to confirmthe exi stence of a phone records programwhen
he stated, again in response to the Bush Adm ni stration briefing,
“I't was within the president’s inherent powers.” 1d. Mich |like
Senat or Stevens’s comment, Senator Hatch's comment presupposes

t he exi stence of a phone records program
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In addition to these on-the-record statenments, the USA
Today article included several off-the-record statenents
attributed to |awmakers who had been briefed by the Bush
Adm ni stration on the phone records program?'' For exanple, the
article notes that “[f]ive nmenbers of the intelligence conmttees
said they were told by senior intelligence officials that AT&T
participated in the NSA donmestic calls program?” Id. The
article further cites nineteen nenbers of the Intelligence
Committees as verifying “that the NSA has built a database that
i ncl udes records of Anericans’ donestic phone calls.” 1d. The
article also cites three wunnaned |awmkers as sources for
confirmation that Verizon did not turn over information to the
NSA but that MCI (which was acquired by Verizon in January 2006)
did.* The article went on to quote an unnaned | awmraker as sayi ng
“The dat abase is not conplete. W don't knowif this works yet.”
Id. oviously, acknow edgi ng t he dat abase’ s | ack of conpl et eness
presupposes its existence.

Finally, USA Today also quoted unnaned governnent
officials who had contributed to reporting done by other news

agenci es, who confirmed t he exi stence of a phone records program

1 The fact that a briefing by Bush Adm nistration officials
to the House and Senate Intelligence Commttees was reported (and
not denied) serves as yet another independent source of
confirmati on that a phone records program exi sts.

2 This statenent is consistent with Verizon’s denial, which
did not include the tinme period after its acquisition of M.
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that the governnment possessed a “gargantuan database” of phone
records and that “conpani es cooperating with the NSA dom nate the
U S. tel ecomuni cations market and connect hundreds of billions
of telephone calls each year.” [d. (citing Barton Gell man and

Arshad Mhamed, Data on Phone Calls WMnitored; Extent of

Adm nistration’s Donestic Surveillance Decried in Both Parties,

The Washington Post, My 12, 2006, at Al; Eric Lichtblau and

Scott Shane, Bush |Is Pressed Over New Report On Surveill ance, The

New York Tines, May 12, 2006, at Al).

Based on the public reporting and official coments of
governnment officials and tel ecommunications professionals, it
cannot be said that the existence of a phone records surveill ance
programis a “secret.” Wile it is true that “sinply because a
factual statenment has been publicly nmade does not necessarily
mean that the facts it relates are true and are not a secret,”

Hepting, 2006 U.S. Dist. LEXIS 49955 at *38, by |ooking at

“publicly reportedinformation that possesses substantial indicia
of reliability and whose verification or substanti ati on possesses
the potential to endanger national security,” id. at *39, this
Court can find that the exi stence of a phone records surveill ance
programis no |longer a “secret.”

The begi nning point for this analysis should be the two
articles published by the USA Today. The first article nade

several general clains: (1) that after Septenber 11, 2001,
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Veri zon, Bell South, and AT&T provided the NSAwith “‘call-detai

records,” a conplete list of the calling histories of their
mllions of custonmers”; (2) that the information was produced
under contract; (3) that a fourth tel ecomunicati ons conpany,
Qnest, was al so approached about turning over phone record data
but, because of concerns over the legality of the program
refused to participate; and (4) that the call tracking was being
done without warrants or approval of the FISA Court. Leslie

Caul ey, NSA Has Massive Dat abase of Anericans’ Phone Calls, USA

Today, May 11, 2006.

The accuracy of the initial USA Today story can be
gauged by | ooking at subsequent reporting, including the use of
official, on- and off-the-record governnment conmments about the
phone records program and the statenents of telecomunications
personnel in a position to speak about the records program |In
the Hepting case, Judge Wal ker held that in determ ning whether
a factual statenent is a secret, “the court considers only public
adm ssions or denials by the governnment, AT&T and other
t el econmuni cati ons conpani es, which are the parties indisputably
situated to disclose whether and to what extent the alleged

prograns exist.” Hepting, 2006 U S. Dist. LEXIS 49955 at *40-

41. 13

3 AT&T was the only teleconmunications carrier sued in
Hept i ng.

38



Simlarly, in Terkel v. AT&T Corp., 2006 U.S. Dist.

LEXIS 50812 at *42 (N.D. [Il. Jul. 25, 2006), Judge Kennelly

found that “public adm ssions by the governnent about the
specific activity at issue ought to be sufficient to overcone a
| ater assertion of the state secrets privilege.” The court also
not ed that “admi ssions or denials by private entities clained to
have participated in a purportedly secret activity may, under
appropriate circunstances, constitute evidence supporting a
contention that the state secrets privilege cannot be clained as
to that particular activity.” 1d. |If this Court adopts these
standards, it is clear that there is sufficient information in
the public record to find that the existence of a phone records
program has been confirnmed by “parties indisputably situated to

di scl ose” whether the programexists. Hepting, 2006 U.S. D st.

LEXI'S 49955 at *40-41

The second USA Today articl e provided both on- and of f -
the-record confirmation that: (1) a phone records programexists;
(2) the NSA had collected a substantial anount of phone record
data; (3) the phone records program was focused nore on |ong
di stance phone records rather than | ocal calling records; and (4)

one or nore long distance telecommunications providers

participated in the program Susan Page, Lawrakers: NSA dat abase

i nconpl ete; Sone Who Were Bri ef ed About The Dat abase I dentify Wo

Participated and Who Didn’t, USA Today, June 30, 2006, at A2.
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I n keeping with the observations of Judges \Wal ker and
Kennelly, the reliability of statenents made both on and of f the
record by elected officials of the United States Congress |end
great weight to the initial reporting done by the USA Today and
serve to confirmthat a phone records program does exist. For
exanple, the article describes a briefing provided to nenbers of
the House and Senate Intelligence Conmittees who, the article
noted, had been briefed in secret by intelligence officials

“about the programafter the story was published,” and “descri bed

a call records database that is enornpus but inconplete.” | d.

(enphasi s added). The phone records program has therefore been
confirmed to exist by no less than nineteen nenbers of the
Intelligence Commttees. [d. In addition, “five nmenbers of the
intelligence commttees” confirmed that “AT&T has participated in
the program” |d. Even greater weight can be given to on-the-
record statenents nmade by various officials on the Intelligence
Comm ttees, which are detailed above. Further support for the
veracity of the initial USA Today reporting, and therefore, for
confirmation that a phone records program does exist and is
therefore not a secret, is found in the statenent of fornmer Qumest
CEO Joseph Nacchi o.

In sum nuch of what USA Today initially reported has
been confirnmed: specifically, that a phone records program

exists; that one or nore telecomunications conpanies have
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provi ded phone record data to t he NSA,; t hat one
t el ecommuni cati ons conpany, Qmest, was approached to assist the
NSA and refused due to concerns over the progranis legality; and
that the general contours of the program focus on | ong-distance
calls. In light of the anobunt of information already disclosed,

it is folly to suggest that disclosure of the information sought

in the Subpoenas would reveal a state secret. See Spock V.
United States, 464 FE. Supp. at 520 (“Here, where the only

di sclosure in issue is the adm ssion or denial of the allegation
that interception of comrunications occurred[,] an allegation
whi ch has al ready recei ved wi despread publicity[,] the abrogation
of the plaintiff’s right of access to the courts woul d underm ne
our country’s historic conmtnment to the rule of law. ").

Wil e the federal governnment nmay argue that | eaking of
i nformati on by unconfirmed sources should not be given weight,

see, Terkel, 2006 U.S. Dist. LEXIS 50812 at *44-45, the sources

cited in the second USA Today article were el ected nenbers of the
United States Congress, nenbers of Intelligence Conmttees, not
anonynous whi stl e-bl owers or | ow 1| evel governnent officials whose
access to, or know edge of, classified information may be
questioned. [d. at *42 (“public adm ssions by the government
about the specific activity at issue ought to be sufficient to

overcone a |later assertion of the state secrets privilege.”).
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It mght also be argued that nedia reporting that
relied exclusively on off-the-record confirmation does not have
sufficient indiciaof reliability to be considered in determ ning
whet her information is a “secret.” The USA Today articles,

however, include statenments of governnent officials, both on and

off the record, in support of the proposition that a phone
records program exists. In addition, the former CEO of one of
the teleconmunications conpanies nanmed in the article

specifically confirmed the central claimof the story - that the
federal governnment sought the assistance of tel ecommunications
providers to turn over vol um nous phone records of its custoners.
The comments of a person with such intimte know edge, it was
not ed by Judge Kennelly, “may be consi dered reliabl e because t hey
cone directly frompersons in a position to know whet her or not
t he supposedly covert activity is taking place.” Terkel, 2006

US Dist. LEXIS 50812 at *42.

In addition, ot her statenents given by Bush
Adm nistration officials provide further support for the fact
that a phone records surveillance program exi sts. For exanpl e,
Attorney Ceneral Gonzal es stated that

[t] here has been no confirmation about any
details relating to the USA Today story.
Now, the President has confirned that with
respect to donestic collection, none of that
is occurring in the United States without a
court order. He has also indicated that we
understand we have legal obligations in
terms of collection of certain kinds of
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i nformation. And those |egal obligations

are being net. | will say that what was in
the USA Today story did relate to business
records. As sone of you may know the US

Suprene Court | believe in 1979 in Smth vs.
Maryl and hel d that those kinds of records do
not enjoy fourth amendnent protection

There 1is no reasonable expectation of
privacy in those kinds of records. There is
a statute that deals with -- there is a
statutory right of privacy but that statute
recogni zes that with respect to business
records there are a multiple nunber of ways
that the governnent can have access to that
information, to business records and, of
course, the governnment such as the FBI can
i ssue national security letters and obtain
them through those neans. There are a
nunber of |egal ways, of course, that the
government can have access to Dbusiness
records.

[ Transcript of “Operation d obal Con” Press
Conference, May 23, 2006 available at
http://ww. usdoj . gov/ ag/ speeches/ 2006/ ag
speech_0605231. ht M (enphasis added) (| ast
visited Sept. 4, 2006.]
Wt hout confirm ng the content of the USA Today article, Attorney
CGeneral Gonzal es provided an opinion as to the subject matter of
the article, nanely that tel ephone calling records are “busi ness

records,” and his viewthat the United States Gover nnent does not
need to obtain a court order or warrant for access to these
busi ness records based on the Suprene Court’s decision in Snmth

v. Maryland. See Smith v. Maryland, 442 U.S. 735 (1979).* In

“ |n Smth, the Suprene Court held that a phone conpany’s
installation of a “pen register,” which recorded the nunbers di al ed
froma suspect’s hone, at the behest of the police departnent and

wi thout a warrant, did not violate the suspect’s Fourth Anendnent
ri ghts because there i s no expectation of privacy for phone nunbers
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addition, Attorney General CGonzales stated that “with respect to
donmestic collection, none of that is occurring in the United
States without a court order.” Transcript of May 23, 2005 Press
Conference. Accordingly, contrary to the claim that the Bush
Adm ni stration has neither confirnmed nor denied the existence of
a phone records surveillance program at the very least, it has
provided its own opinion that the USA Today article discussed
busi ness records whi ch can be obtai ned without a court order, and
that any other “donestic collection” of telephone calling
information is done pursuant to court order.

Attorney Ceneral Gonzales’'s comments regarding the
nmeans by which these records could be accessed was echoed by
Nat i onal Security Advi ser Stephen Hadl ey who, during an interview
on the tel evision program*“Face the Nation,” stated, “It’s really
about calling records if you read the story . . . . There are a
vari ety of ways in which those records |awfully can be provided

to the governnent.” Susan Page, Lawmakers: NSA database

i nconpl ete; Sone Who Were Bri ef ed About The Dat abase I dentify Wo

Participated and Who Didn’t, USA Today, June 30, 2006, at A2.

Not wi t hst andi ng the fact that the exi stence of a phone

records surveillance program has been confirmed by nultiple

a person dials since that information is automatically turned over
to the phone conpany. Snmith, 442 U.S. at 744-46. Not wi t hst andi ng
Attorney Ceneral Gonzales's opinion, Smth has been statutorily
superseded by 18 U.S.C_ 83121(a), which requires a court order
before a pen register can be installed.
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sources both within the governnent and the telecomunications
i ndustry, if this Court determ nes that this infornmation has not
been publicly discl osed, responses to the Subpoenas shoul d not be
prohi bited. As Judge Kennelly noted in Terkel, “Disclosing the
mere fact that a telecomunications provider is providing its
custoner records to the governnent, however, is not a state
secret wi thout some expl anation about why discl osures regarding
such a rel ationship would harmnational security.” Terkel, 2006

US Dist. LEXIS 50812 at *25.

As Judge Wal ker noted in Hepting, when discussing the
public statenents of the federal government with respect to the
warrant| ess surveillance program

I f the governnent’s public disclosures have
been truthful, revealing whether AT&T has
received a certification to assist in
nmoni t ori ng conmuni cati on content shoul d not
reveal any new i nformation that woul d assi st
a terrorist and adversely affect national
security. And if the governnment has not
been truthful, the state secrets privilege
shoul d not serve as a shield for its false
public statements. In short, the governnent
has opened the door for judicial inquiry by
publicly confirmng and denying materi al
i nformation about its noni tori ng of
conmuni cati on content.

[2006 U.S. Dist. LEXIS 49955 at *58-59. ]

Judge W4l ker’ s opinion should carry equal weight with
regard to Verizon and Cingular in the present case. Each has
denied providing information to the federal government and by

publicly issuing such denials, have opened the door to judicial
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inquiry. |If the denials are true, then both carriers would be
able to respond to the Subpoenas by stating that they have no
docunents responsive to the requests because they have not
participated in any phone records surveillance program
Therefore, there is no danger that having either Verizon or
Ci ngul ar respond to t he Subpoenas wi | | endanger national security
because both carriers have denied involvenent in the phone
records program

Even if the Carriers were to argue that they did, in
fact, have docunents responsive to the Subpoenas, but did not
provi de assistance to the federal governnent, the docunents
sought by the Attorney General may not necessarily be privil eged
and include publicly available information such as Executive
Orders and certifications that purportedly would provide |egal
protection to the tel ecommuni cations carriers for providing this

information. See generally, Subpoenas Y12, 6, 10, 11; 18 U.S.C

§2511. Conversely, if the public statenents of Verizon and
Bel | South are untrue, the use of the state secrets privilege to
protect this mal feasance is inappropriate.

Simlarly, Sprint Nextel has admtted that they conply
with lawful requests by the governnment and safeguard their
customers’ privacy. As discussed infra, if these statenents are
true, then responding to the Subpoenas wll nerely serve to

confirmwhat has al ready been stated publicly. Alternatively, if
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the public statenments of Sprint Nextel are untrue, the state
secrets privilege should not be used to protect this carrier from
maki ng fal se clains.

Qnest has publicly confirnmed that it was approached by
the NSA after the Septenber 11'", 2001 terrorist attacks and asked
to provide custoner call data to the NSA. Hepting, 2006 U.S.

Dist. LEXIS 49955 at *34. (Qwest has al so stated that the records

It was being asked to turn over were not bei ng requested pursuant
to a court order or warrant. 1d. Therefore, Quwest is not in a
position to refuse to conply with the Subpoena. The statenent of
a fornmer chief executive officer is exactly the type of statenent
that this Court should “consider[] reliable because [it] cone[s]
directly from[a] person[] in a position to know whet her or not
t he supposedly covert activity is taking place.” Terkel, 2006

US Dst. LEXIS 50812 at *42. | ndeed, Judge Kennelly, in

di scussi ng whet her the exi stence of a phone records surveill ance
program had been disclosed, described the Qmest statenment as
com ng “sonewhat closer to the mark,” id. at *50; however, since
Qnest was not naned in that case as a defendant, Judge Kennelly
determ ned that the statenent was not gernane to the question of
whet her AT&T, the sol e naned tel ecommunications carrier in that
suit, had confirned or denied the existence of the phone records

program Id. In this case, Qwest has been subpoenaed, is a
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potential defendant if it fails to conply, and the statenent of
former CEO Nacchio can be given full weight by this Court.

Wth respect to AT&T, while it has chosen to neither
confirm nor deny any relationship with respect to the phone
records program Judge Wal ker has found that “it is not a secret
for purposes of the state secrets privilege that AT&T and the
governnment have sone kind of intelligence relationship.”

Hepting, 2006 U.S. Dist. LEXIS 49955 at *56. AT&T' s

participation in a phone records programhas al so been confirnmed
by five nenbers of the House and Senate Intelligence Commttees.

Susan Page, Lawrakers: NSA database inconplete; Sone Wo Wre

Bri efed About The Database Identify Wwo Participated and Wo

Didn’t, USA Today, June 30, 2006, at A2. Finally, AT&T itself
has publicly explained its view that there are “very specific
federal statutes that prescribe neans, in black and white | aw,
for provisions of information to the governnent under certain

circunmst ances.” See Declan MCul | agh, AT&T Says Cooperation In

NSA Spying Was Legal, CNET News.Com August 20, 2006 avail able

at: http://news.com com AT38T+says+cooper ati on+wi t h+NSA+coul d+be
+l egal / 2100- 1030_3-6108386. ht m ) (I ast vi sited Sept enber 4, 2006).

Therefore, it cannot be said that AT&T should be
protected from responding to the Subpoenas. For exanple, at
| east one other federal court has found that it is permssibleto

require AT&T to submt any certifications it mght have received

48



from the federal governnment to assist in the warrantless

survei |l l ance of phone calls. Hepting, 2006 U.S. Dist. LEXIS

49955 at *59. Judge Wl ker al so noted that “the public denials
by these telecomruni cations conpanies [Verizon, Bell South and
Qnwest] undercut the governnment and AT&T's contention that
reveal i ng AT&T' s i nvol venent or |ack thereof in the programwoul d
di sclose a state secret.” [d. at *61. Wile Judge Wal ker did
not require AT&T to disclose “what relationship, if any, it has
with this alleged program” he also noted that “it does not
presently conclude that the state secrets privilege wll
necessarily preclude AT&T fromrevealing later inthis litigation
i nformati on about the alleged communication records program’
Id. at *62.

Vonage has responded to the Subpoena it received and
its response shows that a tel ecormunications carrier is capable
of responding in a manner that confirms prior public statenents
or policy pronouncenents. Vonage responded that, other than a
form subscri ber agreenent, it possessed no docunments responsive
to the various requests. Simlarly, Verizon Wreless provided
simlar responses while referring toits comments in response to
the initial USA Today article.

In sum the existence of a phone records program has
been widely reported in the nedia discussed by government

officials and tel ecommuni cations officials. The programis not
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a secret and the Subpoenas will not force the tel ecommuni cations
carriers to do anything other than confirmor deny their already

public statenments regarding their cooperation with the program

PO NT IV

SHOULD THE COURT DETERM NE THAT THE COWMPLAI NT STATES A
CLAIM UPON WH CH RELIEF CAN BE GRANTED, THE COURT
SHOULD ABSTAIN FROM DECI DI NG TH S MATTER BECAUSE THE
RELI EF REQUESTED BY PLAINTIFF WOULD CONSTI TUTE AN
UNACCEPTABLE | NTRUSI ON OF FEDERAL JUDI Cl AL AUTHORI TY
| NTO THE EXECUTI ON OF STATE GOVERNMENTAL FUNCTI ONS.

Federal judicial interferenceinthe Attorney General’s
ongoi ng investigation of potential violations of New Jersey’s
consuner protection and privacy laws is unnecessary to protect
the federal government’s ability to claima privilege and woul d
trespass upon the State’'s sovereignty. Because a state
proceedi ng has begun with the service of the Subpoenas and
because the New Jersey courts are avail able to resol ve any cl ai ns
that the federal governnment may have with respect to the
i nformati on sought by the Subpoenas, this Court should abstain
fromdeciding this matter.

A Concepts of Federalism and Comty Demand That the
Federal Judiciary Not Prevent a State Oficial from
Executing Her State Statutory Powers to Protect an
| nportant State Interest.

Qur “federalism . . . allows] the States ‘great
|atitude under their police powers to legislate as to the

protection of the lives, linbs, health, confort, and qui et of all
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persons.’” Gonzales v. Oregon, 126 S. G . 904, 923 (2006)

(nullifying interpretive rule of the United States Attorney
CGeneral that would have prohibited Oregon’s physician assisted

suicide)(quoting Medtronic, Inc. v. Lohr, 518 U.S. 470, 475

(1996)). New Jersey’s consuner protection l|laws effect an
inportant state interest that is within “the historic police
powers of the States.” Medtronic, 518 U.S. at 485 (hol di ng that
the Medical Device Amendnents of 1976 fails to pre-enpt state
comon | aw acti ons for negligent manufacturing of pacemakers, and
relying in part upon the historically broad police powers
possessed by the States to protect the citizenry). 1In issuing
the Subpoenas, the Attorney General has enbarked upon a
qui ntessentially state process -- an investigation sanctioned by
state consuner protection laws to protect consuners.

1. State Courts Are Conpetent to Adjudicate Any
Privilege O aimRaised by Plaintiff.

Al t hough t he Subpoenas are adm ni strative, coercion to
effect their enforcenment requires a state judicial proceeding in
whi ch the state secrets privilege or, for that matter, any ot her

defense to a subpoena can be rai sed and adj udged. Vornado, Inc.

v. Potter, 386 A 2d 1342, 1345 (N.J. Super. C. App. Dv.),

certif. denied, 391 A . 2d 503 (N.J. 1978). See also Verniero v.

Beverly Hills, Ltd., 719 A 2d 713 (N.J. Super. C. App. Dv.

1998) (enf orcenent of subpoena issued by the Attorney General

under the Consumer Fraud Act). Both New Jersey adm nistrative

51



law and the rules of court are generous in admtting
participation by non-parties having an interest in the

proceedings, see e.g., NJ. Admin. Code § 1:1-16.1, et se

(intervention or participation by non-parties); New Jersey Court

Rule 4:33-1 (intervention as of right); cf. 4G ukowsky v. Equity

One, Inc., 848 A.2d 747, 760 (N J. 2004)(suggesting that

“appropriate federal officer[s] and agenc[ies] [be notified and
invited] when a federal |aw or regulation is challenged in a New
Jersey court”); and the United States woul d be wel cone to appear
in either admnistrative or judicial proceedings relating to the
enf orcenent of the Subpoenas and to assert the state secrets or

any other privilege. See ACLUv. County of Hudson, 799 A 2d 629

(N.J. Super. C. App. Dv. 2002)(United States invited by court
to intervene in action challenging refusal to rel ease nanes of
federal detainees held in county corrections facility). The
United States’ invocation of the state secrets privilege in state

courts is not unprecedented. N.S. N Int'l Indus., NV. v. E. I

DuPont de Nempurs & Co., 1994 Del. Ch. LEXIS 46, *23 (Del. Ch.

Mar. 31, 1994)(affording parties additional tinme “to determ ne
whet her certain facts alleged by plaintiffs are unavail abl e due
to invocation of the states secret (sic) privilege by the United
St at es government”).

If the state secrets privilege or any other principle

of federal |law protects information sought by the Subpoenas and
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prevents that information’s release, New Jersey courts would
afford the United States the protection it seeks because “state
courts have the coordinate authority [with federal courts] and
consequent responsibility to enforce the Suprene Law of the

Land.” Howlett v. Rose, 496 U.S. 356, 370 (1990). And even in

advance of the termnation of the entire investigatory or
enf orcenent proceedings instituted by the Attorney General, the
United States would have interlocutory protection in the formof
certiorari jurisdictionlying in the United States Suprene Court
to correct the New Jersey courts’ unlikely error in enforcingthe

Subpoenas in contravention of federal |aw Perlman v. United

States, 247 U.S. 7 (1918) (affordi ng non-party i medi at e appeal of
denial of privilege asserted against production of matters in

possessi on of another); Cox Broadcasting Corp. v. Cohn, 420 U.S.

469, 480-82 & n.10 (1975)(outlining Perlnman-1ike exceptions to
therulerequiring finality of state-court judgnents as condition

of certiorari jurisdiction). See also Pierce County v. Guillen,

537 U.S. 129 (2003)(reversing state-court denial of privilege
conferred by federal |aw for highway data). Thus, by intervening
in the state proceedings, the United States

may  assert [its] f eder al rights and
[thereafter, if necessary] secure a review
of them by [the United States Supreng]
Court. This affords an adequate renedy
S and at the sane tinme |eaves
undi sturbed the state’'s adm nistration of
[its | aws].
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[Geat Lakes Dredge & Dock Co. v. Huffman,
319 U.S. 293, 300-01 (1943)(holding that
federal courts nay exercise discretion to
decline declaratory jurisdiction over clains
of unconstitutionality in state taxing
systens). |

2. Decl aratory Relief |Is D sfavored and Wuld Not
Resolve Uncertainty Regarding the Carriers’
Qoligations to Respond to the Subpoenas.

By filing this action, the United States seeks to
bypass New Jersey proceedings and obtain in this Court a
decl arati on preventing enforcenment of the Subpoenas. This bypass
runs counter to the normal practice that the court in control of
the proceedings should decide evidentiary issues, including
privileges. The normal practice is preferable for nany reasons,
anong which 1is that nopst evidentiary issues, including
privil eges, cannot be decided in a vacuum and nust be decided in
the context and course of the proceedings in which they arise;
hence the superintending court, rather than an external court
that is unfamliar and otherw se unconcerned wth the record,
should nmake the decision. This preference has attained
constitutional significance in the rule that no court in our
federal system is obligated to give full faith and credit to
evidentiary rulings, even those pertaining to privilege, of

anot her court. Baker by Thomas v. GMC, 522 U.S. 222, 238 (1998).

Thi s bypass, by which the United States seeks in |limne
evidentiary rulings binding upon the state judicial system even

t hough the state judicial system is nost concerned with the
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l[itigation, is contrary to “Qur Federalism” and to the principle
t hat

the National Governnent will fare best if
the States and their institutions are |left
free to performtheir separate functions in
their separate ways.

[ Younger v. Harris, 401 U.S. 37, 44 (1971).]

Subpoint B, infra, denonstrates that Younger abstention requires
dism ssal of the Conplaint. But the United States seeks
declaratory relief, and the “traditional discretion of the

federal courts to decide whether to hear declaratory judgnent

cases is not limted by [abstention doctrines] but wll be
subject to the liberal interpretation to be accorded the
Decl aratory Judgnent Act.” United States v. Pennsylvania, Dep’t

of Envtl. Resources, 923 F.2d at 1074 (quotations omtted). The

Third Crcuit has
made clear that a dismissal appropriate
under t he br oader standard of t he
Decl aratory Judgnent Act should be effected

wi thout resort to the nore limted doctrine
of abstenti on.

[1d.]

The factors guiding a district ~court in its
di scretionary decision whether to exercise declaratory
jurisdiction at the request of the United States in preference to
a parallel state court action is essentially

a determnation of “which [court] will nost
fully serve the needs and conveni ence of the

55



parties and provi de a conprehensive sol ution
of the general conflict.”

[United States v. Pennsylvania, Dep't of
Envtl. Resources, 923 FE.2d at 1075 (quoting
10A Wight, MIller, Kane, Federal Practice
and Procedure § 2758 (West 1983)).]

And Third Circuit has enunerated several factors for
consi derati on:
(1) the likelihood that a federal court
declaration wll resolve the uncertainty of
obl i gati on whi ch gave rise to t he
controversy;
(2) the conveni ence of the parties;

(3) the public interest in settlenment of the
uncertainty of obligation; and

(4) t he availability and relative
conveni ence of other renedies.
[1d.]

These factors mlitate in favor of deference to New
Jersey courts in this instance. This Court by declaratory relief
cannot definitively resolve uncertainty about the Attorney
Ceneral s right to secure the i nformati on sought by t he Subpoenas
because even a pernmanent injunction against the Carriers
forbidding themto rel ease the informati on woul d | ack full-faith-
and-credit protection in litigation brought by New Jersey

consuners not parties to this action. Baker by Thonmas v. GVC

522 U.S. at 238 (“Mchigan |acks authority to control courts
el sewhere by precluding them in actions brought by strangers to

the Mchigan litigation, from determ ning for thenselves what
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W t nesses are conpetent to testify and what evi dence is rel evant
and adm ssible in their search for the truth.”). And it is
i nconveni ent and a di sfavored practice for this Court to issuein
limne evidentiary rulings pertaining to collateral proceedi ngs
over which this Court does not and probably cannot exercise
jurisdiction.?®s

Renedies in state court are avail able and conveni ent.
This Court should decline declaratory jurisdiction in deference
and preference to those renedies. The state court is better
equi pped to resolve privileges and other evidentiary issues
pertinent to pending litigation and future litigation that my
ari se fromthe Subpoenas.

B. Younger Abstention: the Attorney General Has Initiated
State Statutory Investigatory Proceedi ngs in Wich the
Assertion of the State Secrets Privilege Can Be
Resol ved. The New Jersey State Courts Are Fully
Conmpetent to Review Any Docunents and I nformation for
Wiich the State Secrets Privilege |Is Asserted to
Det erm ne Whether the Privilege Applies.

Based on notions of equity and comty, the Younger
abst enti on doctrine hol ds t hat absent extraordi nary circunst ances
justifying intrusion, federal courts should refrain fromtaking
any action in cases where the federal plaintiff, in effect, asks

the court to interfere with state proceedings. Moore v. Sins,

15 Except in unusual situations (diversity, pendant
jurisdiction), this Court lacks jurisdiction over New Jersey
consuner protection litigation and cannot assune jurisdiction over
the derivative litigation |ikely spurred by the Subpoenas.
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442 U.S. 415, 423 (1979). The United States Suprene Court in

M ddl esex County Ethics Conmttee v. Garden State Bar Ass’n, 457

U.S. 423 (1982), established a three-prong test indicating when
this abstention doctrine should apply: if (1) there are ongoing
state proceedings that are judicial in nature; (2) the state
proceedings inplicate inportant state interests; and (3) the
stat e proceedi ngs afford an adequate opportunity to rai se federal
claims. 1d. at 432. Younger applies to this case and requires
abstention in deference to state court proceedi ngs superi nt endi ng
consuner protection |aws and subpoena enforcenent. The United
States may assert the state secrets and any other privilege upon
which it relies in those proceedi ngs which concern the execution
of the Attorney CGeneral’s inportant governnmental responsibilities
to protect New Jersey consuners.

1. The Younger Doctrine Applies Wwen the United
States Is a Plaintiff Seeking to Prevent a State
Oficial from the Execution of Her State
Statutory Responsibilities.

That the United States is the plaintiff in this action

does not create an “extraordinary circunstance[],” More v. Sins,

442 U.S. at 432, that overcones an otherwi se valid case for

Younger abstention. In Colorado River Water Conservation Dist.

v. United States, 424 U.S. 800, 817 n.23 (1976), the Suprene

Court expressly left open the question of “when, if at all,

abstention would be appropriate where the Federal Governnent
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seeks to invoke federal jurisdiction.” The Sixth Grcuit has

answered this question in the Younger context:

The Sixth

the presence of the United States as a party
to the district court proceeding is
irrelevant to the issue of applicability of
federal abstention doctrine .

[United States v. GChio, 614 F.2d 101, 105
(6th Cir. 1979) (appl yi ng Younger abstention
to reverse the district court’s stay of
proceedings of the Oiio Board of Tax

Appeal s) . ]

Circuit explicitly rejected

the Governnent’s argunent that imrediate
access to a federal forumis needed in this
case, sinply because the United States
cannot be required to submt to the state
tax board’s jurisdiction. This does not
mean that the United States could not
intervene in the state proceedings

Further, the fact that the state I|t|gat|on
i's before an adm ni strative body and not a
state court is without Ilegal significance
[ because the Governnent’s clains can be
raised in that litigation].

[1d. at 104.]

The Fifth Grcuit has criticizedthe Sixth Crcuit rule

t hat Younger abstention applies notw thstanding that the United

States i s

Medi cal Exam ners, 656 F.2d 131, 136 n.5 (5th Gr. 1981).

a plaintiff. United States v. Conposite State Bd. of

Fifth Crcuit’s view, the Sixth Crcuit is wong because

[b]y the time the United States brings suit
in federal court against a state, any
attenpt to avoid a federal-state conflict
would be futile. Thus, in nost cases
i nvocation of . . . the abstention doctri ne,

which ha[s] as [its] goal the
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avoi dance of federal-state conflicts, would
be usel ess. In other words, by the tine
federal jurisdiction is invoked the issue
has ceased to be one of avoidance of a
federal -state conflict; the i ssue has becone
one of choosing the proper forum for
resol ution of the existing conflict.

[1d. at 137.]
However, the Fifth Crcuit conceded “that in sone cases . . . an
argurment mght be advanced that the state court is the nore
appropriate forum” 1d. at 136 n.6.

The Sixth Circuit has the better argunent. |In United

States ex rel. Trantino v. Hatrack, 563 F.2d 86 (3d Gr. 1977),

the Third Crcuit held that a district court could not
automatically accept a State’s waiver of the exhaustion defense
against a state prisoner’s application for a wit of habeas
cor pus, but shoul d i ndependent|ly exam ne t he unexhausted claimto
deternmine whether waiver is appropriate. The Third GCircuit
r easoned:

Exhaustion is a rule of comty. “Comity”, in

this context, is that neasure of deference

and consi deration that the federal judiciary

nmust afford to the co-equal judicial systens

of the various states. Exhaustion, then

serves an interest not J[only] of state

prosecutors but of state courts.

[1d. at 96.]

Li kewi se, Younger abstention, based on comty, is a
“measure of deference and consideration that the federal

judiciary nmust afford to the co-equal judicial systens of the
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various states.” 1d. Even if the dispute between the Executive
Branches of the New Jersey and United States governnents is no
| onger anenable to “avoidance of a federal-state conflict,”

Conposite State Bd., 656 F.2d at 137, the “neasure of deference

and consideration that the federal judiciary nust afford to the
co-equal judicial systens of the various states,” Trantino, 563
E.2d at 96, inplies that the “issue . . . of choosing the proper

forumfor resolution of the existing conflict,” Conposite State

Bd., should result in the choice of the forum that normally
addresses New Jersey consuner protection litigation and, equally
I nportant, that superintends the ongoing proceeding that the
United States, in contravention of comty, seeks to interrupt.
That forumis the New Jersey judicial system

2. The Service of Investigatory Subpoenas by a State
O ficial Executing State Consumer Protection Laws
Constitutes Initiation of a State Proceeding for
Younger Pur poses.

As not ed, the Younger abstention doctrine requires that
under certain circunstances, federal courts nust defer to
“ongoing state proceedings that are judicial in nature.”

M ddl esex County, 457 U.S. at 432. Al t hough ongoi ng court

proceedi ngs are the norm ongoing adm ni strative proceedi ngs may
al so suffice for Younger abstention because

the concerns of comty and federalisni]

which . . . underlie the Younger doctrine[]

command the federal courts to respect not
only the i ndependence and functioni ng of the
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state courts, but of the state executive
branch as wel | .

[WIllianms v. Red Bank Bd. of Educ., 662 F.2d
1008, 1014 (3d. Gr. 1981).]

Thus, Younger abstention applies to adm nistrative proceedi ngs
where federal intervention into state

adm ni strative pr oceedi ngs woul d be

substantial and disruptive, and where the

state proceedi ngs are adequate to vindicate

federal <clains and reflect strong and

conpel ling state interests .

[1d. at 1017.]

The Attorney CGeneral’s service of the Subpoenas in this
case initiated a state consuner protection investigation to
det erm ne whet her consuners have been wonged by the actions of
Carriers. Although (or especially because) it is nascent, the
investigation is ongoing, interrupted only by the Attorney
General s consent to stay enforcenent of the Subpoenas pending
this Court’s resolution of the parties’ dispositive cross-

notions. The investigation of wongdoing is an “adm nistrative

function[].” Texas Ass’'n of Bus. v. Earle, 388 F.3d 515 (5th

Gr. 2004) (holding that Younger requires abstention in
constitutional challenges to state grand jury subpoenas where t he
subj ects of the proceedings can obtain relief in state court).
The service of the Subpoenas properly i nvokes Younger abstention
because t he consuner protection investigation “reflect strong and
conpelling state interests,” WIlliams, 662 F.2d at 1017, and

because, as noted, the United States can “vindicate federal
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clains” in any New Jersey adm nistrative or judicial proceedings
brought by the State to enforce the Subpoenas. 1d.

The Attorney CGeneral’s service of the Subpoenas inthis
case is analogous to the service of grand jury subpoenas or
prosecutorial subpoenas in the absence of a grand jury. Service
of these subpoenas has uniformy been held to initiate a state

proceeding that suffices for Younger. Texas Ass’'n of Bus. v.

Earle; Craig v. Barney, 678 E.2d 1200 (4th G r. 1982); Kaylor v.

Fields, 661 F.2d 1177 (8th Cr. 1981)(federal court should
decline to hear a constitutional challenge to subpoenas issued

pursuant to a prosecutor’s subpoena power); Law Firmof Daniel P.

Foster, P.C., v. Dearie, 613 E. Supp. 278, 280 (E.D.N. Y. 1985);

Notey v. Hynes, 418 FE. Supp. 1320, 1326 (E.D.N.Y. 1976). Cf.

Nick v. Abrams, 717 F. Supp. 1053, 1056 (S.D.N. Y. 1989)(“This

case requires an inquiry into whether a ‘pending state
proceedi ng’ exists when a state attorney general executes a
search warrant authorized by a judge during a crimnal
i nvestigation prior to arrest or indictnent. For the reasons set
forth below, these circunstances constitute a pending state

proceedi ng for Younger abstention purposes.”). But see Brennick

v. Hynes, 471 E. Supp. 863, 867 (N.D.N. Y. 1979) (hol ding that the

Younger abstention doctrine “does not apply to state grand jury
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proceedi ngs where the target for investigation has no i medi ate
recourse to state courts.”).®

The State Defendants acknow edge that in Cedar Rapids

Cellular Tel., L.P. v. MIller, 280 E.3d 874 (8th Gr. 2002), the

court held consuner protection subpoenas issued by the |owa
Attorney General did not trigger Younger abstention because

[a]dm ni strative proceedi ngs may be j udi ci al

for purposes of Younger J[only] if they

“declare and enforce liabilities” between

the parties. The Attorney General’s

adm nistrative action, however, involves

nothing nore than an attenpt to obtain

i nformation .

[1d. at 882.]
However, this holding is unpersuasive because the court neither
di sti ngui shed nor cited the unani nous casel aw hol di ng that grand
jury and prosecutorial subpoenas do trigger Younger abstention,
al t hough they are, for Younger purposes, virtually identical to

consuner protection subpoenas. Mor eover, because, in this

Crcuit, the concerns of comty and federalism underlying the

16 In Monaghan v. Deakins, 798 F.2d 632 (3rd Cir. 1986),
the Third CGrcuit held that the execution of grand jury search
warrants as part of an ongoing crimnal investigation that had not
yet resulted in an indictnent was insufficient to constitute an
“ongoi ng state proceedi ng” for Younger purposes when the subjects
of the warrants brought a 81983 suit in federal court chall enging
t he search. Not ably, the United States Suprenme Court granted
certiorari in the case, but the issue was nooted before any
deci sion coul d be rendered. 484 U.S. 193 (1988). “This [npotness]
di sposition strip[ped] the [Third G rcuit’s] decision belowof its
bi nding effect.” 1d. at 200.
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Younger doctrine “conmand the federal courts to respect not only
t he i ndependence and functioning of the state courts, but of the
state executive branch as well,” WIllians, 662 F.2d at 1014,
Younger should apply to the Subpoenas.

3. The Initiation of the State Proceeding Effected
by the Service of the Investigatory Subpoenas
Meets All of the Elenents of Younger Abstention.

Younger abstention applies here because the ongoing
proceedings inplicate an inportant state interest and the
proceedings afford an adequate opportunity for the federal

governnent to raise the constitutional clains. See M ddl esex

County Ethics Committee v. Garden State Bar Ass’'n, 457 U.S. at

432; Focus v. Allegheny County Court of Common Pleas, 75 F.3d

834, 843 (3d Cir. 1996)(quoting Port Auth. Police Benev. Assoc.,

Inc. v. Port Auth., 973 F.2d 169, 173 (3d G r. 1992)); Schall v.

Joyce, 885 F.2d 101, 106 (3d Cir. 1989).
As noted in subpoint A New Jersey’'s consuner
protection | aws effect an inportant State interest that is within

“the historic police powers of the States.” Medtronic, Inc. v.

Lohr, 518 U.S. 485. Accord Cedar Rapids, 280 F.3d at 879-80

(“The State of lowa has an inportant interest in enforcing its
consuner protection statutes. None of the appellants dispute this
general proposition.”).

And bot h New Jersey adm nistrative | aw and t he rul es of

court are generous in admtting intervention or participation by
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non-parties having an interest in the proceedi ngs. See Subpoi nt
A. That the United States is not now a party to those
proceedings is “irrelevant” so long as the United States nay join

or participate. United States v. Chio, 614 F.2d at 105. Upon

joining or participating, it may rai se and obtai n adj udi cati on of
any objection to enforcenent of the Subpoenas, including the
state secrets privilege and any other federal privilege.

Vornado, Inc. v. Potter, 386 A 2d at 1345. This case belongs in

state court, and this Court should decline its discretionary
declaratory jurisdiction or abstain under Younger.

PO NT V

TH S COURT CANNOT GRANT PLAI NTI FF S REQUEST
FOR A FINAL JUDGVENT W THOUT EXAM NI NG THE
REQUESTED DOCUMENTS AND | NFORVATI ON SOQUGHT
BY THE ATTORNEY GENERAL TO DETERM NE WHETHER
THE STATE SECRETS PRI VI LEGE APPLI ES.

If this Court finds that the state secrets privilegeis
properly invoked, it should not defer to the federal governnment’s
bl anket assertion of that privilege, but instead determ ne
whet her or not the Carriers’ responses to the Subpoenas pose a
genuine threat to national security. At a minimum in canera
review of docunents and information allegedly covered by the
state secrets privilege has long been utilized by the courts as
opposed to a blanket acceptance of the assertion of the

privil ege.
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Courts have recogni zed that the state secrets privil ege
is nore properly and appropriately invoked on an itemby-item
basis rather than based on overly broad categories of

i nf or mati on. See e.q., In re United States, 872 F.2d at 478

(rejecting the federal governnent’s sweeping assertion of the
state secrets privilege, and reasoning that an “itemby-item
determination of [the] privilege will anply acconmodate the
Government’ s concerns”).

Such revi ew of governnent donestic security clainms is

particularly appropriate. United States v. United States Di st.

&t., 407 U.S. 297, 320 (1972); Ray v. Turner, 587 F.2d 1187,

1194-95 (D.C. Cir. 1978). The alternative, noted the Reynolds
Court, would permt the Governnment to classify docunents just to
avoid their production even though there is need for their
production and no true need for secrecy. 345 U.S. at 9-10.

In canera review will allow the Court to distinguish
bet ween that which mght be legitinmately deenmed secret and that
whi ch poses little to no risk of exposing state secrets. Brown,
619 F.2d at 1173 (“our prelimnary in canera exam nation of the
material causes us to conclude that the existence of state or
mlitary secrets thereinis sufficiently dubious that the fornmal

claimof privilege may not prevail . . . .”). See also Hepting,

2006 U.S. Dist. LEXIS 499 at *8 (Based on the parties’

submnmi ssions, the court concluded in a June 6, 2006 order that
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this case could not proceed, and discovery could not commence,
until the court exam ned in canera and ex parte, the classified
docunents to assess whether and to what extent the state secrets
privilege applies.).

CONCLUSI ON

For the foregoing reasons, the State Defendants
respectfully request that this Court dismss the Conplaint for
failure to state a claim upon which relief can be granted or
abstain fromentertaining this matter. Should that relief be
deni ed, the State Defendants respectfully request that this Court
deny plaintiff’s request for declaratory relief, or,
alternatively, examne in canera the docunents and information
that plaintiff seeks to protect fromdisclosure.

Respectful |y subm tted,

ANNE M LGRAM
ACTI NG ATTORNEY GENERAL OF NEW JERSEY

By: s/Patrick DeAl neida
Patrick DeAl nei da
Assi stant Attorney Ceneral

Dat ed: Septenber 8, 2006
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