
Supervise Your Child’s Online Activity by 
Regularly Checking Settings, Profiles and Posts

Review Games, Apps and Social Media  
Sites Before Your Child Uses Them

Beware of Apps and Sites Offering Encryption, 
Video Chats, File Uploads, and Anonymity

Watch Your Child for Potential Signs of Abuse:

n Changes in Use of Electronic Devices

n Attempts to Conceal Online Activity

n Withdrawal, Anger, Anxiety, Depression

Don’t Trust People You Don’t Know 

Beware of Apps Where People  
Conceal Their Identity 

Do Not Reveal Personal Information  
About Yourself

Be Careful of Sharing Photos and  
Videos— Predators Can Identify and  
Locate You by Your School, Your Activities,  
or Other Background Information

Never Take or Share Inappropriate  
Photos or Videos

Report suspected predatory behavior by calling 911 or filing a report 
with the National Center for Missing & Exploited Children (NCMEC) at 1-800-843-5678  report.cybertip.org
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